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Reglamento y recomendaciones generales de la Autoridad sueca de juegos de azar sobre los requisitos técnicos de las máquinas de fichas y los juegos de casino automatizados, así como la acreditación de los organismos para inspeccionar, probar y certificar las máquinas de fichas y los juegos de casino automatizados;
adoptado el 19 de septiembre de 2018.
En virtud del capítulo 16, artículo 8, puntos 3 a 4, artículo 9, y artículo 11, puntos 1 a 2, de la Ordenanza (2018:1475) sobre los juegos de azar, la Autoridad sueca de juegos de azar establece
 lo siguiente, y adopta las siguientes recomendaciones generales.
Capítulo 1 Ámbito de aplicación y terminología
Artículo 1 El presente Reglamento y recomendaciones generales se aplicarán a los solicitantes de una acreditación para inspeccionar, probar y certificar las máquinas de fichas y los juegos de casino automatizados y a los solicitantes de licencias para ofrecer juegos de azar en máquinas de fichas y juegos de casino automatizados en virtud del capítulo 5, artículo 1, de la Ley (2018:1138) de juegos de azar, así como a los que tienen licencia para ello.
A efectos del presente Reglamento, las máquinas de fichas también incluirán el juego en los casinos automatizados.
Artículo 2 A menos que se especifique lo contrario, la terminología y los nombres usados en este Reglamento tendrán el mismo significado que en la Ley (2018:1138) sobre los juegos de azar y la Ordenanza (2018:1475) sobre los juegos de azar.
A efectos del presente Reglamento y recomendaciones generales, se aplicarán las siguientes definiciones:
1) «valor de comprobación»: números asociados al discurso o a un mensaje de forma que puedan detectarse alteraciones y errores y calcularse mediante un procedimiento matemático específico;
2) «receptor de apuestas»: un lector de facturas, certificados de valor u otros tipos de pagos de apuestas;
3) «carga máxima»: la define el titular de licencia certificado y se refiere al punto en el que un sistema de juego rechaza automáticamente apuestas de los jugadores;
4) «juegos progresivos»: juegos donde los pagos aumentan linealmente en relación con la apuesta hecha por el jugador;
5) «generador de números aleatorios»: un algoritmo o dispositivo físico que está destinado a generar una secuencia de elementos (a menudo números) que tiene ciertas propiedades estadísticas en común con secuencias numéricas cuya ocurrencia es puramente aleatoria según una distribución de probabilidad determinada;
6) «UTC»: Tiempo universal coordinado. UTC en Suecia, conocido como UTC (SP), se representa en el Departamento de Tiempo de BIPM en París y se transfiere de manera segura y garantizada a RISE, Institutos de Investigación de Suecia - el socio sueco de investigación e innovación para las empresas y la sociedad, en Borås; y
7) «bote de premios»: todas o parte de las apuestas de los jugadores de acuerdo con las normas del juego del tipo de juego en cuestión y cuando el titular de licencia mantiene estas apuestas hasta que todas o parte de las apuestas se distribuyen; por ejemplo, un bote, un pozo de apuestas o un bote distribuido.
Capítulo 2 Inspección, ensayo y certificación
Artículo 1 La parte que solicita una licencia de juegos de azar para ofrecer juegos de azar en máquinas de fichas contactará con un organismo acreditado para la inspección, el ensayo y la certificación.
Las disposiciones relativas a la acreditación, llevada a cabo por la Agencia Sueca de Acreditación y Evaluación de la Conformidad, pueden consultarse en la Ley (2011:791) relativa a la acreditación y a la evaluación de la conformidad.
Recomendaciones generales: 
Si el solicitante o el proveedor de servicios en nombre del solicitante está certificado en relación con la norma actual ISO/IEC 27001:2014, se podrán considerar cumplidos los requisitos de los capítulos 4 a 6 del presente Reglamento.
El organismo acreditado deberá tener a su disposición, para fines de evaluación, un certificado ISO/IEC 27001:2014 válido, una declaración de aplicabilidad
 y una evaluación de riesgos documentada.
Artículo 2 La parte que solicite una licencia presentará documentación a la Autoridad sueca de juegos de azar para la inspección, el ensayo y la certificación realizados.
El informe indicará de forma clara los métodos de evaluación usados para los procesos de inspección, ensayo y certificación.
Para garantizar que el organismo acreditado cumple todos los requisitos del capítulo 3, se adjuntarán los certificados emitidos y otra documentación relativa al negocio.
Artículo 3 Los protocolos de inspección, ensayo y certificación se renovarán al menos cada doce meses.
Si el organismo acreditado detecta defectos o errores en la gestión cotidiana relevantes para la licencia, el titular de esta notificará inmediatamente a la Autoridad sueca de juegos de azar.
Los titulares de licencia notificarán inmediatamente a la Autoridad sueca de juegos de azar si un organismo de certificación revoca su certificado. 
Capítulo 3 Organismos acreditados
Ámbito de aplicación
Artículo 1 El proceso acreditado incluirá la seguridad, la inspección, el ensayo y la certificación de la información, así como el análisis de los riesgos y de la vulnerabilidad.
Requisitos de elegibilidad para el organismo acreditado
Artículo 2 El solicitante de la acreditación tendrá experiencia en el trabajo con sistemas de gestión para la seguridad, la inspección, el ensayo y la certificación de la información, así como el análisis de riesgos y de vulnerabilidad.
Recomendaciones generales:
Por «experiencia» se entenderán al menos tres años sometiendo a ensayo y evaluando sistemas de gestión de la seguridad de la información, y al menos dos años de experiencia en el análisis de riesgos y de vulnerabilidad, o una experiencia equivalente.
Requisitos de elegibilidad para el personal del organismo acreditado
Artículo 3 La inspección, el ensayo y la certificación serán realizados por personal con formación adecuada y documentada.
Habrá personal con al menos cinco años de experiencia en la inspección y el ensayo de sistemas de juegos de azar, actividades de juegos de azar y máquinas de fichas, o experiencia equivalente.
Habrá personal con al menos cinco años de experiencia en trabajos de riesgo y vulnerabilidad, o con experiencia equivalente.
Dicha experiencia y competencia estarán documentadas con un certificado o equivalentes.
Recomendaciones generales:
Una formación adecuada y relevante también podrá consistir en otras cualificaciones que indiquen que el personal ha adquirido la competencia suficiente para sus funciones.
En el caso de trabajos con generadores de números aleatorios y otros equipos de sorteo, el supervisor a cargo deberá tener un máster o un doctorado en matemáticas, estadística u otra educación relevante para su función.
Dichos títulos estarán documentados de la misma manera que otra educación y, para trabajos de seguridad de la información, podrán estar certificados de acuerdo con:
- International Information Systems Security Certification Consortium (ISC)2 Certified Information Systems Security Professional (CISSP),
- Payment card industry (PCI) Qualified Security Assessor (QSA), o
- Information Systems Audit and Control Association (ISACA) Certified Information Systems Auditor (CISA).
Para trabajos con análisis de riesgos y vulnerabilidad, serán aplicables las siguientes certificaciones:
- International Council of E-commerce (EC-Council) Certified Ethical Hacker (CEH),
- EC-Council Licensed Penetration Tester (LPT),
- Information Assurance Certification Review Board (IACRB) Certified Penetration Tester (CPT),
- Global Information assurance Certification (GIAC) Certified Penetration Tester (GPEN),
- CESG CHECK Team Leader,
- CESG CHECK Team Member,
- CREST Infrastructure Certification,
- CREST Registered Tester,
- Tiger Scheme Senior Security Tester, o
- Tiger Scheme Qualified Security Tester.
La inspección, el ensayo y la certificación podrán ser realizados por personal que, colectivamente, cumpla los requisitos estipulados.
Capítulo 4 Seguridad de la información del titular de licencia
Protección de la información
Artículo 1 La información importante estará protegida contra la intrusión física y lógica y otras influencias externas, y se garantizará al mismo tiempo que la información está disponible cuando se necesite.
Administración del personal
Artículo 2 Habrá una política y procedimientos para regular la elegibilidad de los empleados para los sistemas de juegos de azar.
La política correspondiente, el establecimiento de los términos de elegibilidad y los procedimientos de acuerdo con el párrafo primero estarán disponibles para otras personas que requieran elegibilidad para los sistemas de juegos de azar.
Las políticas y los procedimientos estarán documentados y se actualizarán con regularidad.
Recomendaciones generales:
Una política con procedimientos asociados incluirá:
1) descripción de funciones detallada para cada empleado;
2) requisitos de elegibilidad de la información para los deberes;
3) modo en que los cambios en la descripción del puesto de trabajo también pueden reflejarse en la autorización relativa a la información a la que el empleado debería tener acceso; y
4) una descripción de las medidas tomadas en caso de rescisión de un empleo.
Restricciones de acceso
Artículo 3 Los sistemas de juegos de azar deberán estar situados en un espacio adaptado a tal efecto.
En todos los lugares de acceso, o similares, al emplazamiento donde se gestionan o se almacenan los sistemas de juegos de azar, habrá personal de supervisión o equipo técnico para controlar el acceso, o ambos a la vez.
El alcance del control de acceso deberá adaptarse a las disposiciones sobre trabajos de riesgo y vulnerabilidad del capítulo 5.
Las tarjetas, los códigos, y las claves de acceso a espacios donde se almacenen o se gestionen sistemas de juegos de azar estarán controlados de tal forma que no puedan acceder a ellos personas no autorizadas.
Recomendaciones generales:
Un espacio adaptado a tal efecto puede consistir en una o más salas.
O de manera similar, puede consistir, por ejemplo, en una trampilla que deba abrirse para acceder a un sistema de juegos de azar.
Artículo 4 Los sistemas operativos y de ensayo se mantendrán lógicamente separados.
Autenticación
Artículo 5 Los sistemas de juegos de azar estarán equipados con medidas técnicas y administrativas para la identificación del usuario, la elegibilidad del usuario para los sistemas y el registro de las actividades del usuario.
Cualquier acceso a sistemas de juegos de azar quedará registrado.
Los códigos, las contraseñas o equivalente relacionados con los sistemas de juegos de azar serán personales y no se mostrarán o divulgarán a otras personas, y se les dará protección de seguridad adaptada a la información.
Artículo 6 Los sistemas de juego registrarán continuamente la identidad del usuario, la fecha y hora del inicio y cierre de sesión, así como otras actividades pertinentes de otro modo para la seguridad de la información.
Artículo 7 Los eventos que tengan lugar fuera del equipo técnico y que afecten a los sistemas de juegos de azar quedarán registrados.
Recomendaciones generales:
Los daños causados por el agua y los incendios son ejemplos de eventos externos a los equipos técnicos que afectan a los sistemas de juegos de azar.
Gestión de las comunicaciones y las operaciones
Artículo 8 Los sistemas de juegos de azar deberán poder desactivarse de forma segura en caso de interferencia o interrupción de las comunicaciones o del suministro de energía.
Habrá sistemas de energía de reserva para garantizar la integridad de los datos, el historial de registros y copias de seguridad de la información. 
Artículo 9 Los sistemas de juegos de azar registrarán todos los intentos de acceso no autorizados al sistema de juegos de azar y otros eventos, y crearán informes con registro del tiempo.
Artículo 10 Los sistemas de juegos de azar estarán protegidos frente a la intrusión no autorizada y frente a la introducción de códigos maliciosos y no autorizados.
Los sistemas de juegos de azar tendrán una función de detección de códigos maliciosos.
Habrá procedimientos documentados para la actualización de la protección frente a códigos maliciosos y no autorizados.
Artículo 11 Todos los cambios de los sistemas de acuerdo con el capítulo 6, así como otras discrepancias en los sistemas de juegos de azar serán objeto de controles y serán registrados.
Artículo 12 Se hará una copia de seguridad de los datos de los juegos de azar al menos una vez al día.
Se deberá garantizar que los sistemas pueden restaurarse desde la última copia de seguridad hasta el momento de una posible interrupción.
Artículo 13 Los sistemas de juegos de azar deberán estar equipados con un firewall para ese fin.
Estos estarán instalados de forma que otros dispositivos dentro de la misma red no puedan crear rutas de redes alternativas.
La elegibilidad del firewall se documentará en descripciones de empleos y competencias establecidas.
Se registrará el acceso a un firewall.
Se registrarán todos los incidentes que afecten o tengan por objeto afectar a los firewalls.
Artículo 14 La información se almacenará y transmitirá de forma segura.
Si se usan redes públicas para transmitir información, esta última estará cifrada y los subsistemas separados verificarán su transmisión y recepción, y estará protegida frente a la transmisión incompleta, la interferencia y la copia y el envío de mensajes de respuesta no autorizados.
Artículo 15 Deberán existir procedimientos documentados para la gestión de soportes de datos extraíbles.
Artículo 16 Solo se activarán las funciones necesarias para la instalación de un nuevo software.
El mantenimiento y la actualización de las aplicaciones del sistema de juegos de azar se realizarán de forma segura y controlada.
Artículo 17 El software deberá poder identificarse por nombre y número de versión.
El código de programación para los sistemas de juegos de azar deberá contener comentarios que expliquen la función del código.
Almacenamiento de conexiones, eventos y datos registrados
Artículo 18 Los datos, las conexiones y los eventos registrados se almacenarán de conformidad con el capítulo 16, artículo 5, de la Ley (2018:1138) sobre los juegos de azar, se guardarán sin realizar cambios y se protegerán frente a una intrusión ilegal.
La información registrada de acuerdo con el artículo 13, párrafo tercero, se almacenará durante al menos tres meses.
Referencia temporal
Artículo 19 Los sistemas de juegos de azar registrarán el tiempo.
Todas las tareas, los eventos y las conexiones se registrarán en tiempo real.
El UTC se usará como sistema de referencia temporal.
Capítulo 5 Trabajo de riesgo y vulnerabilidad del titular de licencia
Artículo 1 El titular de licencia llevará a cabo un análisis de riesgo y vulnerabilidad e identificará y documentará sistemáticamente en una lista los activos de información de los sistemas de juegos de azar.
En el proceso, se tendrá en cuenta la dependencia de la empresa de otras empresas.
Deberá documentarse la selección de la metodología del análisis de riesgos y vulnerabilidad.
Recomendaciones generales:
La norma ISO 31000:2009 es una guía que incluye principios y directrices generales para la gestión de riesgos.
Un análisis de riesgos y vulnerabilidad y una lista de acuerdo con el artículo 1 podrá incluir los siguientes elementos:
1) identificación de los activos de información que deben estar siempre protegidos/funcionando (¿Qué debería protegerse?);
2) identificación de las fuentes de riesgos que puedan afectar/amenazar los activos de información identificados (¿Qué puede ocurrir?);
3) análisis de riesgos (¿Cómo de probable es y cuáles son las consecuencias si ocurre?);
4) evaluación de riesgos para determinar cuáles de las fuentes de riesgos identificadas se procesarán más detalladamente y qué medidas se deberían adoptar para los riesgos identificados;
5) evaluación de la capacidad de resistir y manejar las fuentes de riesgos identificadas; y
6) gestión de los riesgos al identificar y priorizar acciones basadas en los resultados del análisis.
Artículo 2 Para cada activo de información de la lista deberá facilitarse la siguiente información:
1) una definición del activo de información;
2) un número de identificación único;
3) un número de versión;
4) marcas de identificación para el activo de información;
5) los responsables de la toma de decisiones que tienen derecho a decidir sobre los cambios del activo de información;
6) evaluación de riesgos interna;
7) valor de comprobación para los activos de información clasificados de acuerdo con el artículo 3, párrafo segundo, puntos 2 a 3; y
8) la ubicación geográfica de los activos de información físicos.
Artículo 3 Cada activo de información definido conforme al artículo 2 se clasificará de acuerdo con los siguientes cuatro criterios:
1) información del jugador (si la hay): información que haya que proteger;
2) integridad de los sistemas de juego;
3) disponibilidad de la información del jugador; o
4) trazabilidad.
Las clasificaciones se evaluarán de la siguiente manera:
1) irrelevantes (el activo de información no tiene relevancia para los criterios de los puntos 1 a 4 respectivamente del primer párrafo);
2) algo relevantes (el activo de información puede tener relevancia para los criterios de los puntos 1 a 4 respectivamente del primer párrafo); o
3) muy relevantes (los criterios de los puntos 1 a 4 respectivamente del primer párrafo dependen del activo de información).
Recomendaciones generales:
En función de si se usa virtualización (por ejemplo, servicios en la nube) en los sistemas de juegos de azar, y de cómo se usa, la redundancia y accesibilidad de la información podrían verse afectadas. Los distintos métodos de virtualización podrían suponer un cambio en la clasificación de un activo de información. El titular de licencia deberá prestar atención a la forma en que la clasificación de un activo de información de hardware se ve afectada y puede variar en función de la selección o el desarrollo de la virtualización interna o externamente.
Si se usa un proveedor externo de servicios en la nube, se deberá garantizar que este cumple los requisitos del Reglamento.
Artículo 4 El titular de licencia designará a un responsable de toma de decisiones que se encargue de los trabajos de análisis de riesgos y vulnerabilidad, de la gestión de la información y de los incidentes emergentes contemplados en este capítulo.
Deberán existir procedimientos documentados para el control, la detección, el análisis, la gestión y la comunicación, así como para el registro de los incidentes de seguridad y de seguridad de la información.
Artículo 5 Habrá una función y procedimientos documentados para la gestión de las intrusiones y el intento de intrusiones en los sistemas de juegos de azar.
Todas las intrusiones e intentos de intrusiones en los sistemas de juegos de azar serán registrados.
Capítulo 6 Cambios en el sistema del titular de licencia
Artículo 1 Existirá un proceso documentado de gestión de versiones y un sistema de gestión de versiones para actualizaciones o cambios en los activos de información recogidos en una lista de acuerdo con el capítulo 5, artículo 2.
Artículo 2 Cualquier actualización o cambio en un activo de información clasificado como crítico muy relevante de acuerdo con el capítulo 5, artículo 3, párrafo segundo, punto 3, será examinado por un organismo acreditado sin demora.
Cualquier actualización o cambio en un activo de información clasificado como relevante de acuerdo con el capítulo 5, artículo 3, párrafo segundo, punto 2, será examinado junto con el proceso de certificación habitual de acuerdo con el capítulo 2, artículo 3, párrafo primero.
Artículo 3 Si existe una función interna que gestiona la garantía de la calidad respecto a actualizaciones o cambios de los activos de información, el organismo acreditado podrá autorizar la realización de cambios sin examen de acuerdo con el artículo 2, párrafo primero, siempre que:
1) la función esté separada, desde el punto de vista organizativo, de la función que implementa los cambios o actualizaciones; y
2) la función sea realizada por personal con formación y experiencia adecuadas.
Cualquier actualización o cambio en un activo de información de acuerdo con el párrafo primero será examinado junto con el proceso de certificación habitual de acuerdo con el capítulo 2, artículo 3, párrafo primero.
Artículo 4 A la hora de actualizar o cambiar activos de información de conformidad con el artículo 1, se llevará a cabo un análisis de riesgos y vulnerabilidad.
Artículo 5 Se designará a un responsable para la toma de decisiones que se encargará de todas las actualizaciones o cambios de un activo de información y decidirá sobre ellos.
Artículo 6 Un sistema de gestión de versiones incluirá información relativa a las solicitudes de cambios, aprobaciones de cambios y cambios realizados en los activos de información.
Las versiones previas de activos de información se almacenarán y seguirán estando disponibles para su examen.
Recomendaciones generales:
Las versiones anteriores de activos de información en forma de hardware podrán destruirse.
Capítulo 7 Máquinas de fichas
Conexión, identificación y colocación de una máquina de fichas
Artículo 1 Una máquina de fichas estará conectada a un sistema de juegos de azar.
Una máquina de fichas deberá ser identificable por el sistema de juegos de azar.
Si no puede realizarse la identificación cuando la máquina de fichas esté conectada al sistema de juegos de azar, dicha máquina no deberá permitir que se juegue en ella.
Artículo 2 Una máquina de fichas tendrá una identidad única.
Una máquina de fichas consistirá en al menos lo siguiente:
1) unidad lógica con software para controlar las comunicaciones;
2) software para gráficos o equivalente;
3) un receptor de apuestas o equivalente; y
4) una impresora o equivalente.
Artículo 3 Las diversas unidades de una máquina de fichas se colocarán en espacios adaptados a tal efecto.
Habrá procedimientos documentados para determinar quién tiene acceso a las distintas partes de una máquina de fichas.
Se registrará la hora del acceso a las diversas partes de una máquina de fichas y se enviará al sistema de juego.
Protección de una máquina de fichas
Artículo 4 Las máquinas de fichas estarán protegidas contra la intrusión física y lógica y otras influencias externas, y garantizarán que la información está disponible cuando se necesite.
Apuestas y pagos de dinero
Artículo 5 Las apuestas deberán realizarse en coronas suecas, y el jugador deberá poder indicar activamente su apuesta.
Las máquinas de fichas que no estén en un casino tendrán una función a través de la cual el jugador pueda establecer fácilmente un límite de pérdidas de acuerdo con el capítulo 14, artículo 7, de la Ley (2018:1138) sobre los juegos de azar.
Las máquinas de fichas que no estén en un casino tendrán una función a través de la cual el jugador pueda limitar fácilmente su tiempo de acceso.
Artículo 6 Una máquina de fichas deberá cumplir los requisitos relativos a la apuesta máxima permitida según lo especificado en el capítulo 3, artículo 5, párrafo segundo, y artículo 8 de la Ordenanza (2018:1475) sobre los juegos de azar.
Las máquinas de fichas mostrarán claramente el depósito, la apuesta y las ganancias.
Las máquinas de fichas que no estén situadas en un casino deberán, además de lo dispuesto en el párrafo segundo, mostrar también las pérdidas.
Artículo 7 Los jugadores podrán permitir que se les pague su dinero en cualquier momento.
Receptor de apuestas
Artículo 8 Un receptor de apuestas tendrá una función que impida la realización de apuestas cuando la máquina de fichas esté fuera de servicio o desactivada.
El funcionamiento de un receptor de apuestas se comprobará al instalar la máquina de fichas y al reiniciar desde un modo de fallo que haya tenido un impacto directo en el funcionamiento del receptor de apuestas o que haya supuesto la reinstalación o configuración de un software de juegos.
Juego progresivo
Artículo 9 Una máquina de fichas usada en el juego progresivo deberá estar vinculada a un sistema de juegos de azar que calcule y muestre la cantidad actual que ha de pagarse al jugador.
Si hay varias máquinas de fichas vinculadas, cada una de ellas tendrá las mismas condiciones para el bote progresivo.
Artículo 10 En el juego progresivo:
1) se controlarán todos los equipos del juego usados en el juego progresivo;
2) se registrarán todas las apuestas en el juego progresivo;
3) todas las apuestas en el juego progresivo se multiplicarán por el factor de progresión previamente programado para determinar la cantidad del bote progresivo; y
4) todos los datos de compensación en el juego progresivo se transferirán al sistema de juegos de azar en tiempo real.
Habrá una función para registrar y mostrar los siguientes eventos durante al menos 90 días:
1) el número de botes progresivos a cada nivel de ganancias;
2) el importe total pagado a cada nivel de ganancias en el juego progresivo;
3) el importe progresivo más alto pagado a cada nivel de ganancias en el juego progresivo;
4) el importe mínimo o el importe de recuperación para los premios de juegos progresivos a cada nivel de ganancias; y
5) el factor de progresión para cada nivel de ganancias.
Gestión de errores y defectos
Artículo 11 Si ocurren errores de hardware o software o de comunicación, o si una máquina de fichas no situada en un casino no puede imprimir un certificado de valor, esta deberá desactivarse.
Gestión de la máquina de fichas
Artículo 12 Las máquinas de fichas deberán estar registradas.
El registro incluirá información sobre el fabricante y el número de identidad de la máquina de fichas, la ubicación de la máquina de fichas, así como información sobre las medidas y el calendario de acciones llevadas a cabo en una máquina de fichas.
El registro también incluirá información sobre hurtos o robos de todas o partes de una máquina de fichas.
Artículo 13 Si se traslada una máquina de fichas de un lugar a otro, se actualizará el registro.
Capítulo 8 Funciones para la administración del titular de licencia de juegos de azar en máquinas de fichas
Artículo 1 Para una máquina de fichas no situada en un casino, el sistema de juegos de azar deberá contar con una función que registre a un jugador de juegos de azar.
La verificación de la autorización del jugador para jugar en una máquina de fichas no situada en un casino tendrá lugar por medio de un código de autorización único y personal, o medios similares.
Recomendaciones generales:
Tras el registro inicial, cuando la Ley sobre los juegos de azar exige la verificación del jugador mediante una identificación bancaria o similar, el titular de licencia podrá seguir exigiendo la verificación por medio de una identificación bancaria o similar. De forma alternativa, el titular de licencia podrá permitir que el jugador cree un nombre de usuario con un código de autorización asociado, o emitir una tarjeta del jugador o similar.
Artículo 2 Solo será posible comenzar un juego pulsando un botón de inicio físico o virtual o algo similar.
Capítulo 9 Porcentaje de premio
Artículo 1 Si se juega un juego con ganancias progresivas, se le mostrará al jugador el porcentaje mínimo de premio.
Artículo 2 El sistema de juegos de azar dispondrá de una función para controlar el porcentaje de premio en cada juego individual.
Los datos generados en el párrafo primero se almacenarán y estarán disponibles para su examen.
Capítulo 10 Requisitos funcionales para el generador de números aleatorios
Artículo 1 Los resultados del generador de números aleatorios usado deberán ser arbitrarios, estadísticamente independientes, tener la desviación estándar correcta y con una probabilidad correctamente distribuida.
El resultado no podrá ser predecible sin conocer el algoritmo ni los valores iniciales y de implementación usados.
Recomendaciones generales:
Existen varios ensayos estadísticos que pueden usarse para garantizar los resultados de un generador de números aleatorios. El DIEHARD Test Kit (Marsaglia) y el NIST Test Kit (National Institute of Standards and Technology - Statistical Test Suit) son dos ensayos que pueden usarse.
Artículo 2 Habrá una referencia documentada al algoritmo establecido y aceptado y a cualquier código de programa y procedimiento de conversión.
Si el generador de números aleatorios está integrado en el software, deberá poder notificarse este código de programa, junto con los comentarios y la documentación.
Recomendaciones generales:
El algoritmo en que se basa un generador de números aleatorios deberá publicarse en una publicación reconocida a nivel internacional.
Las pruebas de resultados que puedan ser relevantes para los números generados aleatoriamente incluirán, por ejemplo, la prueba X2 (prueba de chi-cuadrado), la prueba de autocorrelación y la prueba de las rachas.
El titular de licencia podrá permitir la inspección del plan de ganancias definido, permitiendo que la empresa de ensayo acreditada examine los programas, las placas de impresión, las sesiones, las listas de comprobación u otra documentación para las tablas de premios.
Artículo 3 Un generador de números aleatorios deberá poder soportar la carga máxima establecida.
Artículo 4 Los cálculos de un generador de números aleatorios tendrán la desviación estándar adecuada y estarán correctamente distribuidos según la probabilidad.
El resultado de números, símbolos o eventos del generador de números aleatorios se corresponderá con las normas del juego establecidas para el juego en cuestión.
Artículo 5 Los eventos registrados en los sistemas de juego serán coherentes con los resultados del generador de números aleatorios.
Artículo 6 Si las normas del juego requieren que se determine con antelación una secuencia de resultados de un generador de números aleatorios, la creación de nuevas secuencias solo se permitirá si esto viene indicado en las normas del juego.
Artículo 7 A menos que se especifique lo contrario en las normas del juego, el resultado de un generador de números aleatorios deberá ser siempre independiente de los eventos del juego actual o de juegos previos.
Recomendaciones generales:
La iniciación de un modo de bonificación es un evento potencial que podría establecerse en las normas del juego.
Capítulo 11 Instrucciones de juego y tablas de premios
Instrucciones del juego
Artículo 1 Las instrucciones del juego serán completas, claras y no llevarán a engaño.
Recomendaciones generales:
Las instrucciones del juego podrán traducirse a otros idiomas y tendrán el mismo contenido que las instrucciones originales.
Artículo 2 Las instrucciones y las normas del juego estarán disponibles sin necesidad de que se haga una apuesta.
Artículo 3 Una máquina de fichas tendrá una función para que las instrucciones del juego estén siempre fácilmente disponibles.
Recomendaciones generales:
Si las características de un juego cambian temporalmente durante la partida, las instrucciones del juego deberán ajustarse automáticamente a los cambios.
Tablas de premios
Artículo 4 El titular de licencia tendrá procedimientos documentados para garantizar que la configuración de las tablas de premios es correcta.
El titular de licencia tendrá procedimientos documentados para garantizar que los cálculos de las tablas de premios son correctos.
Recomendaciones generales:
Los procedimientos podrán ser tanto automáticos como manuales.
Bote de premios
Artículo 5 Deberá haber normas de juego sobre cómo puede un jugador ganar un bote de premios.
Artículo 6 Las normas del juego estipularán claramente cómo debe distribuirse un bote de premios si hay más de un jugador ganador.
Artículo 7 Las normas del juego estipularán claramente cómo puede un titular de licencia interrumpir o terminar un bote de premios.
Capítulo 12 Certificados de valor
Artículo 1 Si se usa un certificado de valor, se indicará al menos la siguiente información:
1) la identidad única de la máquina de fichas;
2) el nombre del local de juego;
3) la fecha y la hora de emisión del certificado de valor;
4) el valor en coronas;
5) el número de serie del certificado de valor, indicado numéricamente y en código de barras u otro código legible; y
6) la fecha de expiración.
Si la máquina de fichas está situada en un lugar distinto a un casino, también deberá indicarse en el certificado de valor el nombre y la fecha de nacimiento de la persona que se inscribió en el juego.
Capítulo 13 Información que deben poder generar los sistemas de juego
Información e informes
Artículo 1 Una máquina de fichas deberá registrar y poder mostrar la siguiente información para los diez últimos juegos jugados:
1) el saldo total a principios de cada juego;
2) apuesta total;
3) cantidad de líneas elegidas y apuesta para cada línea;
4) ganancias totales;
5) el saldo total al final de cada juego; y
6) el resultado en el modo de bonificación.
La información registrada por una máquina de fichas de acuerdo con el párrafo primero se enviará al sistema de juego.
Artículo 2 La información en virtud del artículo 1 podrá ser mostrada en la forma en que el jugador la vio originalmente.
Artículo 3 Un sistema de juego podrá registrar y generar informes sobre la siguiente información para una máquina de fichas:
1) valor total de los depósitos;
2) valor total de los depósitos del punto 1 distribuidos según el tipo de depósito;
3) valor total de las apuestas;
4) número total de los premios;
5) número total de los premios del punto 4 distribuidos según el tipo de premio;
6) valor total de los premios;
7) número total de los premios del punto 6 distribuidos según el tipo de premio;
8) valor total de todas las ganancias de juegos acabados; y
9) número total de juegos realizados.
En relación particularmente con una máquina de fichas no situada en un casino
Artículo 4 Para una máquina de fichas no situada en un casino, el sistema de juegos de azar, además de lo dispuesto en el artículo 3, deberá poder registrar y generar informes sobre la siguiente información: 
1) fecha y hora del juego de azar respectivo;
2) identificación del jugador;
3) jugadores que han sido excluidos del juego por un determinado período de tiempo o indefinidamente de conformidad con el capítulo 14, artículo 11, de la Ley (2018:1138) sobre los juegos de azar;
4) jugadores que han limitado sus pérdidas de conformidad con el capítulo 14, artículo 7, de la Ley sobre los juegos de azar; y
5) jugadores que se hayan dado de baja de conformidad con el capítulo 14, artículo 12, de la Ley sobre los juegos de azar.
En relación particularmente con una máquina de fichas situada en un casino
Artículo 5 Para una máquina de fichas situada en un casino, el sistema de juegos de azar, además de lo dispuesto en el artículo 3, podrá registrar y generar informes sobre la siguiente información:
1) el porcentaje de premio promedio de las ganancias por máquina de fichas por mes y acumulado durante el tiempo en que la máquina de fichas estaba en servicio;
2) el porcentaje de premio de las ganancias por máquina de fichas por mes durante el tiempo en que la máquina de fichas estaba en servicio;
3) número de días en que la máquina de fichas respectiva ha estado en funcionamiento;
4) número de juegos jugados por mes y acumulados durante el tiempo en que la máquina de fichas ha estado en funcionamiento;
5) el nombre del juego;
6) nuevos juegos del mes actual;
7) máquinas de juegos de azar desechadas;
a) porcentaje de premio promedio acumulado; y
b) el número de juegos jugados en total durante el tiempo en que la máquina de fichas ha estado en funcionamiento;
8) importe del premio total distribuido sobre el premio de la máquina de fichas o por el personal manualmente;
9) ganancias totales distribuidas en forma de premio sobre el premio de la máquina de fichas o por el personal manualmente; y
10) la parte total o el beneficio progresivo pagado distribuido sobre el premio de la máquina de fichas o por el personal manualmente.
El presente Reglamento y recomendaciones generales entrarán en vigor el 1 de enero de 2020.
En nombre de la Autoridad sueca de juegos de azar
CAMILLA ROSENBERG
Johan Röhr
�Véase la Directiva (UE) 2015/1535 del Parlamento Europeo y del Consejo, de 9 de septiembre de 2015, por la que se establece un procedimiento de información en materia de reglamentaciones técnicas y de reglas relativas a los servicios de la sociedad de la información.


�Declaración de aplicabilidad.





