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Message

Message 001

Communication de la Commission - TRIS/(2025) 2504

Directive (UE) 2015/1535

Notification: 2025/0516/HU

Notification d’un projet de texte d’un État membre

Notification – Notification – Notifzierung – Нотификация – Oznámení – Notifikation – Γνωστοποίηση – Notificación –
Teavitamine – Ilmoitus – Obavijest – Bejelentés – Notifica – Pranešimas – Paziņojums – Notifika – Kennisgeving –
Zawiadomienie – Notificação – Notificare – Oznámenie – Obvestilo – Anmälan – Fógra a thabhairt

Does not open the delays - N'ouvre pas de délai - Kein Fristbeginn - Не се предвижда период на прекъсване -
Nezahajuje prodlení - Fristerne indledes ikke - Καμμία έναρξη προθεσμίας - No abre el plazo - Viivituste perioodi ei avata -
Määräaika ei ala tästä - Ne otvara razdoblje kašnjenja - Nem nyitja meg a késéseket - Non fa decorrere la mora -
Atidėjimai nepradedami - Atlikšanas laikposms nesākas - Ma jiftaħx il-perijodi ta’ dewmien - Geen termijnbegin - Nie
otwiera opóźnień - Não inicia o prazo - Nu deschide perioadele de stagnare - Nezačína oneskorenia - Ne uvaja zamud -
Inleder ingen frist - Ní osclaíonn sé na moilleanna
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2. Hungary

3A. Európai Uniós Ügyek Minisztériuma
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4. 2025/0516/HU - V30T - Technologies 5G
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5. Arrêté de l’Autorité de supervision des activités réglementées (SZTFH) nº .../... (...) relatif au système national de
certification en cybersécurité des équipements de réseau 5G

6. Définition du système national de certification de la cybersécurité des équipements de réseau 5G

7.

8. Le projet définit le système national de certification de la cybersécurité des équipements de réseau 5G (ci-après:
«système de certification»), qui fixe des exigences de sécurité de base applicables aux équipements de réseau 5G.

L’application du système de certification est volontaire, sauf disposition contraire du droit de l’Union européenne ou du
droit hongrois; la commercialisation ou l’utilisation d’équipements de réseau 5G n’est pas subordonnée à la possession
d’un certificat national de cybersécurité délivré dans le cadre du système de certification.

Le système de certification établit des exigences relatives au niveau de fiabilité «élevé» tel que défini par la loi sur la
cybersécurité; en conséquence, une auto-évaluation de conformité ne peut pas être réalisée sur cette base.

L’évaluation de conformité a été élaborée en tenant compte du cadre d’évaluation de cybersécurité Network Equipment
Security Assurance Specification (ci-après: NESAS), mis au point conjointement par le Groupe Speciale Mobile Association
et le Third Generation Partnership Project (3GPP), ainsi que du dispositif national allemand «Network Equipment Security
Assurance Scheme Cybersecurity Certification Scheme – German Implementation» (NESAS CCS-GI). Le système de
certification, conformément au NESAS, inclut à la fois des évaluations de processus et des évaluations de produits.

9. L’objectif du projet est de fixer des exigences de sécurité de base pour les équipements de réseau 5G afin de garantir
que, tout au long de leur développement et de leur cycle de vie, les fabricants respectent les exigences de sécurité
définies et que, sur cette base, les caractéristiques de sécurité des équipements de réseau 5G puissent être évaluées.

10. Références aux textes de base:

11. Non

12.

13. Non

14. Non

15. Non

16.
Aspect OTC: Non

Aspects SPS: Non
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