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1. Vymedzenie pojmov
Výzvový systém
systém IT, ktorý zvyčajne pozostáva z výzvového klienta a výzvového servera a ktorým sa iniciujú požiadavky na princípe štyroch očí a zároveň sa prostredníctvom neho prijímajú výsledky požiadavky, ktoré sa používajú podľa § 113c TKG.
Informačný systém
komponenty (hardvér/softvér) na zašifrovanie prevádzkových údajov podliehajúcich povinnosti uchovávania a na ukladanie do databázy.
Databáza
zariadenie, v ktorom sa ukladajú prevádzkové údaje podliehajúce povinnosti uchovávania.
Riadenie šifrovania
komponenty (hardvér/softvér) na generovanie, rozloženie, ukladanie a vymazanie kryptografických kľúčov pri šifrovacích postupoch.
Prevádzkové údaje
údaje, ktoré sa zhromažďujú, spracovávajú alebo používajú pri poskytovaní telekomunikačných služieb (§ 3 bod 30 TKG).
V súbore požiadaviek sa – v závislosti od použitia – rozlišujú dve kategórie prevádzkových údajov:
1. prevádzkové údaje, ktoré sa uchovávajú podľa § 96 a nasl. TKG (prevádzkové údaje uchovávané v podniku), 
2. prevádzkové údaje, ktoré sa uchovávajú podľa § 113b TKG (prevádzkové údaje podliehajúce povinnosti uchovávania).
Systém uchovávania prevádzkových údajov
sústava všetkých jednotlivých komponentov (databáza, informačný systém, prístupový systém, riadenie šifrovania), ktoré sú nevyhnutné na účely bezpečného ukladania prevádzkových údajov podliehajúcich povinnosti uchovávania a bezpečného prístupu k nim vrátane technických komponentov, ktorými sa zaisťuje zabezpečenie a organizácia systémov navonok.
Prístupový systém
komponenty (hardvér/softvér), ktorými sa uskutočňujú požiadavky so zreteľom na prevádzkové údaje podliehajúce povinnosti uchovávania v databáze a vytvárajú sa výstupy výsledkov týchto požiadaviek, pričom sa uskutočňuje odšifrovanie.
2. Skratky
	CD
	kompaktný disk (Compact Disc)

	ETSI-ESB
	rozhranie na technickú realizáciu zákonných opatrení pri poskytovaní informácií podľa časti B TR TKÜV

	HSM
	Hardware Security Module

	RAM
	Random Access Memory

	SINA
	bezpečná štruktúra internej siete 

	SSD
	Solid-State-Drive

	TKG
	zákon o telekomunikáciách 

	TKÜV
	nariadenie o technickom a organizačnom vykonávaní opatrení na kontrolu telekomunikácií (nariadenie o telekomunikačnom dohľade)

	TR TKÜV
	technická smernica na vykonávanie zákonných opatrení telekomunikačného dohľadu, poskytovanie informácií 

	VPN
	Virtual Private Network


3. Preambula
V tomto súbore sa stanovujú požiadavky na technické a iné opatrenia na zaistenie mimoriadne vysokého štandardu bezpečnosti a kvality osobných údajov pri vykonávaní povinností podľa § 113b až § 113e TKG.
Týmito požiadavkami nie sú dotknuté povinnosti v súvislosti s primeranými technickými ochrannými opatreniami podľa § 109 TKG a so základnou ochranou IT. Zaistí sa, aby sa uchovávanie prevádzkových údajov podliehajúcich povinnosti uchovávania celkovo uskutočňovalo v technicky a vo fyzicky zabezpečenom prostredí so základnou ochranou. Dodatočne sa na účely zabezpečenia mimoriadne vysokého štandardu bezpečnosti a kvality údajov podľa § 113f TKG dodržiava a dokumentuje vyššia úroveň ochrany a bezpečnosti, ktorá sa opisuje v tomto súbore požiadaviek. V tejto súvislosti sa odkazuje na postup vytvorenia bezpečnostnej koncepcie podľa § 113g TKG, ktorý sa opisuje v prílohe.
Dodržiavanie mimoriadne vysokého štandardu bezpečnosti a kvality údajov podľa § 113f ods. 1 prvá veta TKG sa predpokladá, ak sú splnené požiadavky na bezpečnosť a kvalitu údajov, ako aj technické a iné opatrenia uvedené v tomto súbore požiadaviek.
Ak subjekty podliehajúce povinnosti podľa § 113a TKG prijmú alternatívne technické a iné opatrenia na zaistenie mimoriadne vysokého štandardu bezpečnosti a kvality údajov, musí to zodpovedať rovnakej úrovni ochrany a bezpečnosti, ako sa uvádza v ustanoveniach súboru požiadaviek. Odchýlky sa opíšu v bezpečnostnej koncepcii a odôvodní sa dodržiavanie rovnakej úrovne ochrany a bezpečnosti. 
Predkladaný súbor požiadaviek vypracovala podľa § 113f ods. 1 druhá veta TKG Spolková agentúra pre siete v spolupráci so Spolkovým úradom pre bezpečnosť informačnej techniky a so spolkovým splnomocnencom pre ochranu údajov a slobodu informácií. Výrobcom, organizáciám prevádzkovateľov verejných telekomunikačných sietí a organizáciám poskytovateľov verejne prístupných telekomunikačných služieb sa podľa § 113f ods. 3 prvá veta v spojení s § 109 ods. 6 druhá veta TKG poskytla možnosť predložiť stanovisko.
Technické a iné opatrenia so zreteľom na prenos údajov príslušným orgánom uvedeným v § 113c ods. 1 TKG sa riadia § 113c ods. 3 TKG podľa TKÜV a TR TKÜV.
4. Všeobecné požiadavky na bezpečnosť a kvalitu údajov
4.1 Zaistenie mimoriadne vysokého štandardu bezpečnosti údajov
Zaistí sa mimoriadne vysoký štandard, ktorým sa prostredníctvom bezpečnostných opatrení so zreteľom na jednotlivé technické systémy, komponenty, procesy alebo pri ich používaní zabezpečí integrita, dôvernosť a disponibilita prevádzkových údajov podliehajúcich povinnosti uchovávania. Tieto prevádzkové údaje sa musia podľa stavu techniky ochrániť pred narušením alebo zneužitím, teda najmä pred neoprávneným prístupom a použitím. Patrí sem aj ochrana pred stratou prevádzkových údajov, napr. prostredníctvom zálohovacích systémov.
Nižšie je znázornená základná štruktúra celkového systému:
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Obrázok 1: Zjednodušené znázornenie základnej štruktúry
Údaje z rôznych zdrojov (napr. účtovné, prihlasovacie alebo signalizačné údaje) z jednotlivých komponentov telekomunikačnej siete sa pravidelne privádzajú najskôr do kontrolného a filtračného zariadenia. Súvisiace požiadavky v tomto súbore sa týkajú výlučne kvality údajov a zabezpečenia prenosu. 
Po výstupe z tohto kontrolného a filtračného zariadenia má podnik k dispozícii prevádzkové údaje podliehajúce povinnosti uchovávania podľa § 113b TKG [TKG], pričom sa zohľadní požiadavka podľa § 113b ods. 6 TKG. Tie sa uložia do systému uchovávania prevádzkových údajov, kde sú k dispozícii na účely vyžiadania informácií zo strany príslušných orgánov (§ 113c ods. 1 bod 1 a 2 TKG). Tento súbor požiadaviek, ako aj TKÜV [TKÜV] a TR TKÜV [TR TKÜV] sa v rovnakej miere týka výzvových systémov potrebných na vyžiadanie informácií.
V zásade je možné presunutie celého systému uchovávania prevádzkových údajov vrátane výzvového systému alebo jednotlivých komponentov, ako aj súvisiacich úloh na poverený subjekt v tuzemsku. Za vykonávanie súboru požiadaviek a za predloženie bezpečnostnej koncepcie však nesie zodpovednosť zodpovedný subjekt.
Pri prenose prevádzkových údajov podliehajúcich povinnosti uchovávania medzi jednotlivými komponentmi systému uchovávania prevádzkových údajov, ako aj pri privádzaní do systému uchovávania prevádzkových údajov (import prevádzkových údajov podliehajúcich povinnosti uchovávania) a odvádzaní zo systému uchovávania prevádzkových údajov (export výsledkov požiadavky) musí bezpečnosť prenosu zaistiť dôvernosť, integritu a autentickosť prevádzkových údajov.
Ak sa údaje prenášajú nezabezpečenými sieťami (napr. internetom), použije sa vhodné šifrovanie prenosu s ochranou autentickosti a integrity (napr. TLS, IPSec alebo SSH, pozri BSI-TR-02102-2/3/4 [BSI4]). Na iniciovanie bezpečného komunikačného spojenia sa musí uskutočniť vzájomná autentifikácia koncových bodov komunikácie. Ak sa prevádzkové údaje prenášajú výlučne vyhradenými, zabezpečenými spojeniami, napr. vlastnými fyzickými vedeniami medzi komponentmi systému uchovávania prevádzkových údajov vo fyzicky mimoriadne zabezpečenej oblasti (pozri odsek 5.2.6.2), považuje sa to za dostatočnú bezpečnosť prenosu.
Technické a iné opatrenia na vykonávanie § 113b až § 113e TKG sa opisujú v kapitole 5.
4.2 Zaistenie mimoriadne vysokého štandardu kvality údajov
Na zaistenie mimoriadne vysokého štandardu kvality prevádzkových údajov podliehajúcich povinnosti uchovávania sa vyžadujú:
1. opatrenia na zaistenie presnosti uchovávaných časových údajov,
2. opatrenia na zaistenie správnosti a úplnosti pri importe prevádzkových údajov podliehajúcich povinnosti uchovávania do systému uchovávania prevádzkových údajov, napr. automatizované postupy na rozpoznávanie chýb a kontroly hodnovernosti,
3. opatrenia pri zistených chybách.
Kvalitu údajov môže okrem toho preskúmať Spolková agentúra pre siete pravidelným testovaním, pričom sa prostredníctvom príslušného testovacieho pripojenia vygenerujú prevádzkové údaje. Podrobnejšie ustanovenia sa nachádzajú v TKÜV.
4.2.1 Opatrenia na zaistenie presnosti uchovávaných časových údajov
Na zaistenie presnosti uchovávaných časových údajov sa do úvahy berie príslušný čas časových serverov, ktorý vychádza z pracovného času. Na splnenie zákonných požiadaviek teda postačuje časová pečiatka.
Presnosť zaznamenaného časového údaju je mimoriadne relevantná:
· pre uchovávaný časový údaj o začiatku a o ukončení spojenia (§ 113b ods. 2 prvá veta bod 2 TKG), 
· pre prvú aktiváciu mobilnej telefónnej služby (§ 113b ods. 2 prvá veta bod 4 písm. c) TKG), 
· pre vyslanie a príjem správy (§ 113b ods. 2 druhá veta bod 1 TKG), 
· pre začiatok a ukončenie používania internetu (§ 113b ods. 3 bod 3 TKG), ako aj 
· pri zaznamenaní prístupového času (§ 113e ods. 1 druhá veta bod 1 TKG).
4.2.2 Opatrenia na zaistenie správnosti a úplnosti pri importe prevádzkových údajov podliehajúcich povinnosti uchovávania do systému uchovávania prevádzkových údajov
Pred uložením do databázy sa skontroluje očakávaný formát prevádzkových údajov podliehajúcich povinnosti uchovávania, aby bolo v prípade odchýlok možné vykonať opravy a príp. informovať príslušné orgány podľa odseku 4.2.3.
Na rozpoznávanie chýb sa používajú základné poznatky z existujúcich postupov na rozpoznávanie chýb pre prevádzkové údaje uchovávané v podniku. Platí to napríklad pri pravidelnej kontrole a verifikácii prevádzkových údajov uchovávaných v podniku podľa § 45g ods. 1 bod 4 TKG. Podľa toho skontrolujú zodpovedné subjekty v určitých časových intervaloch svoje účtovné systémy so zreteľom na ich presnosť a súlad so zmluvne dohodnutými odmenami a podľa § 45g ods. 2 prvá veta TKG požiadajú o preskúmanie znalca alebo porovnateľný orgán, aby sa zaistil súlad priradenia zaznamenaného času s dohodnutými tarifami. 
Zodpovedný subjekt takisto využíva existujúce audítorské postupy alebo systémy na rozpoznanie zneužitia. V súvislosti s týmito postupmi, ktoré sa zvyčajne používajú pri fakturačných procesoch, možno odhaliť nezrovnalosti, ako napr. neuskutočnené hovory ale súčasné telefonáty z rozličných miest. Okrem toho možno identifikovať aj chyby v prevádzkovom procese, napr. v rámci rozpoznania chýb pri využívaní podnikových systémov na odhaľovanie podvodov alebo podobných systémov alebo pri príslušných upozorneniach zo strany prepojených partnerov.
4.2.3
Opatrenia pri zistených chybách
Ak sú rozpoznané chyby, ktoré nepriaznivo ovplyvňujú riadnu dispozíciu prevádzkových údajov podliehajúcich povinnosti uchovávania, napr. prevádzkové výpadky alebo nesprávne uložené prevádzkové údaje (napr. v dôsledku nesprávnej časovej základne v sieťovom prvku), zodpovedný subjekt bezodkladne informuje príslušné orgány, ktoré si za dotknuté časové obdobie vyžiadali náležité prevádzkové údaje podliehajúce povinnosti uchovávania. 
Ak informácie obsahujú osobné údaje, zaistí sa, aby nebolo možné identifikovať konkrétne komunikačné procesy. Sprostredkovať sa nesmú najmä nijaké kompletné súbory prevádzkových údajov (napr. prevádzkové údaje ku konkrétnemu telefónnemu spojeniu alebo k pridelenej adrese IP). Informácia sa vyčerpáva tým, že sa v istom dátume so zreteľom na istú osobu zistila chyba, pričom sa táto chyba presne nepomenuje. Príslušné orgány môžu následne skontrolovať, či ide o dátum, ktorý bol predmetom ich žiadosti o informáciu. Ak sa to potvrdí, je možné kontaktovať zodpovedný subjekt na získanie ďalších podrobností o zistenej chybe. Takto sa zaistí, že príslušným orgánom sa náležité informácie poskytnú iba v konkrétnom prípade a v rámci vydaného súdneho rozhodnutia.
5. Technické a iné opatrenia na vykonávanie povinností podľa § 113b až § 113e TKG
5.1 Uchovávanie prevádzkových údajov podľa § 113b TKG
5.1.1 Všeobecné požiadavky
Uchovávanie prevádzkových údajov podliehajúcich povinnosti uchovávania podľa § 113b TKG (ďalej len "prevádzkové údaje") sa uskutočňuje v tuzemsku. Vyžaduje si to uchovávanie prevádzkových údajov na zariadeniach, ktoré sa fyzicky nachádzajú v rámci štátnych hraníc Spolkovej republiky Nemecko.
Prevádzkové údaje podľa § 113b TKG sa môžu uchovávať iba v zašifrovanej podobe na trvalých pamäťových médiách. Musia sa uchovávať prevádzkové údaje o prichádzajúcich a odchádzajúcich spojeniach. Tieto prevádzkové údaje sa získavajú priamo z účtovných, prihlasovacích alebo zo signalizačných údajov alebo z iných údajov telekomunikačných zariadení. Zaistí sa tým, že údaje sa vygenerujú len vtedy, keď sa vytvorili skutočné spojenia alebo došlo k pokusom o spojenie.
Zabezpečí sa, aby prevádzkové údaje, ktoré sa zhromažďujú vo vlastných telekomunikačných sieťach, resp. telekomunikačných zariadeniach, zodpovedali skutočnému priebehu telekomunikácie a uchovali sa v komplexnej podobe. Pravidelne sa to uskutoční tak, že prevádzkové údaje sa prevezmú zo signalizácie. Pri prevádzkových údajoch, ktoré pochádzajú zo signalizácie alebo z účtovníctva prepojených partnerov, sa ich správnosť a úplnosť zaistí pravidelným preskúmaním.
Zaručí sa integrita prevádzkových údajov a systémov prevádzkovaných na ich uchovávanie, ako aj úplnosť a správnosť prevádzkových údajov. 
Systémy na uchovávanie prevádzkových údajov musia mať podľa stavu techniky dostatočnú výkonnosť a disponibilitu, aby bolo možné spracovať všetky prichádzajúce prevádzkové údaje a požiadavky. 
Rovnaké požiadavky platia pre náležité záložné údaje alebo príp. používané redundantné systémy.
5.1.2 Vylúčenie uchovávania prevádzkových údajov podľa § 113b ods. 6 v spojení s § 99 ods. 2 TKG
Osoby, úrady a organizácie činné v sociálnej a cirkevnej oblasti v zmysle § 113b ods. 6 v spojení s § 99 ods. 2 prvá a tretia veta TKG oznámia Spolkovej agentúre pre siete telefónne čísla, ktoré sú podľa § 99 ods. 2 TKG vyňaté z povinnosti uchovávania, a predložia jej osvedčenie podľa § 99 ods. 2 štvrtá veta TKG. Spolková agentúra pre siete vytvorí z oznámených telefónnych čísel zoznam a poskytne ho zodpovedným subjektom na prevzatie. Na vytvorenie bezpečného výzvového postupu sa stanoví prístup prostredníctvom používateľského mena a hesla, ako aj šifrovaný prenos podľa BSI TR 02102-2. Na vykonanie povinnosti podľa § 113b ods. 6 v spojení s § 99 ods. 2 TKG sa reštriktívne vyžaduje prevzatie tohto zoznamu. Na účely účasti na tomto postupe sa zodpovedné subjekty obrátia na túto kontaktnú adresu:
Bundesnetzagentur
Referat IS 17
Postfach 10 04 43
66004 Saarbrücken
Telefax 0681/9330 734
E-mail: IS17.Postfach@Bundesnetzagentur.de
5.1.3 Zaistenie bezodkladnej reakcie na žiadosť príslušných orgánov o informácie podľa § 113b ods. 7 TKG
Podľa § 113b ods. 7 TKG sa uchovávanie prevádzkových údajov uskutočňuje takým spôsobom, aby bolo možné bezodkladne reagovať na žiadosť príslušných orgánov o informácie. Na účely vykonania tejto podmienky sa prevádzkové údaje musia uchovávať v centrálnych zariadeniach alebo k nim musí existovať centrálny prístup. Systémy na import prevádzkových údajov zo sieťových prvkov vlastnej telekomunikačnej siete musia byť okrem toho organizované tak, aby bolo možné importovať zhromaždené prevádzkové údaje do systému uchovávania prevádzkových údajov do 24 hodín od príslušnej udalosti. V odôvodnených konkrétnych prípadoch sa po dohode so Spolkovou agentúrou pre siete možno od tejto lehoty odchýliť.
5.1.4 Vymazanie prevádzkových údajov podľa § 113b ods. 8 TKG
Uchovávanie prevádzkových údajov sa uskutočňuje takým spôsobom, aby sa zaistilo ich úplné a včasné vymazanie. Príslušné technické požiadavky sa upravujú v odseku 5.2.5.
5.1.5 Použitie prevádzkových údajov podľa § 113c ods. 3 TKG
Ak TKÜV neobsahuje nijaké ustanovenia o prenose prevádzkových údajov podliehajúcich povinnosti uchovávania, použije sa na účely zaistenia bezpečnosti a ochrany údajov pri prenose rozhranie stanovené v TR TKÜV alebo po dohode so Spolkovou agentúrou pre siete iný postup. Spolková agentúra pre siete získa v týchto prípadoch súhlas spolkového splnomocnenca pre ochranu údajov a slobodu informácií 
Okrem toho sa zaistí, aby sa prevádzkové údaje spracovávané v súvislosti so žiadosťou o informácie po prenose alebo po použití podľa § 113c ods. 1 TKG bezodkladne a nezvratne podľa stavu techniky vymazali (pozri odsek 5.2.5).
5.2 Zaistenie bezpečnosti prevádzkových údajov podľa § 113d TKG
S cieľom zaistiť mimoriadne vysoký štandard bezpečnosti údajov v systéme uchovávania prevádzkových údajov (pozri § 113f ods. 1 TKG) musí podmienky základnej ochrany IT v BSI so stupňom ochrany „vysoký“ (pozri koncepcia základnej bezpečnosti IT, štandard BSI 100-2 [BSI1]) spĺňať nielen systém uchovávania prevádzkových údajov ako celok, ale aj všetky jeho prvky. So zreteľom na kryptografické zabezpečenie systému sa zohľadnia odporúčania technických smerníc Kryptografické postupy: Odporúčania a dĺžky šifier podľa BSI (pozri BSI-TR-02102 [BSI4]).
Bezpečný systém uchovávania prevádzkových údajov môže vzniknúť len kombináciou bezpečného ukladania prevádzkových údajov, fyzického a organizačného zaistenia systémových komponentov, účinnej kontroly vonkajšej komunikácie a zaistenia toku údajov medzi systémovými komponentmi. Výška celkovej bezpečnosti systému môže pritom zodpovedať len úrovni ochrany najslabšieho zo všetkých použitých bezpečnostných opatrení.
5.2.1 Základná štruktúra zariadení
Pred samotným opisom jednotlivých technických požiadaviek sa na nasledujúcom príklade vykonávania znázorňuje základná štruktúra so svojimi hlavnými funkciami a procesmi.
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Obrázok 2: Príklad vykonávania základnej štruktúry
V ilustračnom príklade extrahuje zodpovedný subjekt prevádzkové údaje podliehajúce zákonnej povinnosti uchovávania z komplexu údajov, ktoré sa nachádzajú v sieťových elementoch, a automaticky ich ukladá do centrálnej infraštruktúry s funkciou uchovávania.
Centrálna infraštruktúra s funkciou uchovávania (informačný systém, databáza a prístupový systém) musí byť podľa stavu techniky zaistená proti neoprávnenému prístupu. Použije sa na to o. i. infraštruktúra so systémom firewall, ktorá účinne zamedzuje neoprávnený prístup, ale je priepustná pre prevádzkové údaje podliehajúce povinnosti uchovávania, ako aj pre výzvy súvisiace so žiadosťou príslušných orgánov o informácie. Informačný systém použitý v tomto prípade ako súčasť systému uchovávania prevádzkových údajov preberá šifrovaciu funkciu a znázornený prístupový systém, ktorý je takisto súčasťou systému uchovávania prevádzkových údajov, vykonáva funkciu odšifrovania; oba systémy teda disponujú pripojením na riadenie šifrovania.
Kontrolné a filtrovacie zariadenie sa nachádza pred alebo za infraštruktúrou so systémom firewall; v ilustračnom príklade je pred ňou.
Prostredníctvom výziev súvisiacich so žiadosťou príslušných orgánov o informácie sa pri použití výzvového a prístupového systému v databáze vyhľadávajú a vyberajú náležité prevádzková údaje. Prenos výsledkov požiadavky príslušným orgánom sa opätovne uskutočňuje v zašifrovanej podobe bezpečnými spojeniami.
V tomto príklade vykonávania sa vychádza z toho, že všetky prvky systému uchovávania prevádzkových údajov sú vo vlastníctve rovnakého zodpovedného subjektu. V prípade presunutia na tzv. poverené subjekty alebo pri nutnosti prenosu údajov mimo fyzicky zabezpečenej oblasti vzniká potreba ďalších vykonávacích opatrení, napr. zašifrovanie počas prenosu. Mnoho podnikov tiež pred zaslaním do systému uchovávania prevádzkových údajov zhromažďuje údaje najskôr vo svojich fakturačných systémoch. 
V tomto príklade vykonávania sa okrem toho znázorňujú možnosti spoločného využívania výzvového systému na iné poskytovanie informácií podľa odseku 5.2.4, ako aj spoločného využívania údržbového prístupu podľa odseku 5.2.7.2.
5.2.2 Mimoriadne bezpečný šifrovací postup podľa § 113d druhá veta bod 1 TKG
Uchovávanie prevádzkových údajov sa podľa § 113d TKG musí uskutočňovať tak, aby sa zaistila ich ochrana pred neoprávneným prístupom a použitím. Na tento účel sa prevádzkové údaje môžu uchovávať na trvalých pamäťových médiách iba v zašifrovanej podobe.
Ako mimoriadne bezpečné sa uznávajú len šifrovacie postupy, prekonanie ktorých by pre neoprávnené osoby predstavovalo neprimerane veľkú námahu.
Prevádzkové údaje sa pred zaslaním do databázy zašifrujú vhodným šifrovacím postupom (pozri BSI-TR-02102-1 [BSI4]). Dbá sa pritom na to, aby sa so zreteľom na prevádzkové údaje umožnilo efektívne uchovávanie, vyhľadávanie a výzvy na účely bezodkladnej reakcie na žiadosť príslušných orgánov o informácie. Túto požiadavku možno vykonať napr. transparentným zašifrovaným databázy alebo kontajnerovým zašifrovaním na základe AES.
Zabezpečene, t. j. predovšetkým v zašifrovanej podobe, sa musia ukladať aj záložné kópie prevádzkových údajov v rámci zálohovacích opatrení.
Odšifrovanie prevádzkových údajov je prípustné výlučne na účely spracovania žiadostí príslušných orgánov o informácie (pozri § 113c TKG) a malo by sa preto lokalizovať do prístupového systému, prednostne do jedného z jeho prvkov. Na základe toho sa výsledky požiadavky môžu dočasne uchovávať v prístupovom systéme buď v nezašifrovanej podobe v operačnej pamäti (RAM) alebo v zašifrovanej podobe v trvalej pamäti. Na účely prenosu výsledkov požiadavky môžu byť dočasne uložené na RAM alebo v zašifrovanej podobe v trvalej pamäti výzvového systému.
Riadenie šifrovania by sa malo prevádzkovať a spravovať oddelene od vlastnej databázy. Potrebné kľúče sa generujú, ukladajú, mažú a rozmiestňujú do jednotky šifrovania alebo odšifrovania prostredníctvom riadenia šifrovania. Prístup k riadeniu šifrovania sa umožní iba po osobnom povolení pracovníkmi, ktorí sú na to podľa svojej kompetencie oprávnení a ktorým na to udelil mimoriadne oprávnenie podľa § 113d druhá veta bod 4 TKG zodpovedný subjekt (pozri odsek 5.2.6.1).
Podstatnou súčasťou technickej realizácie nezvratného vymazania prevádzkových údajov, ktoré sa vyžaduje podľa § 113b TKG, je vymazanie kľúčov použitých pri šifrovacom postupe zvolenom na účely bezpečného ukladania prevádzkových údajov (pozri odsek 5.2.5). Na to, aby sa mohli dodržať zákonne stanovené lehoty na vymazanie prevádzkových údajov, musí byť teda možné aj včasné vymazanie kľúčov. Na tento účel sa musia generovať a používať kľúče s dostatočnou granularitou. Prichádza tak do úvahy napr. používanie kľúčov na dennej báze, pričom je možné aj ich nedeterministické odvodzovanie z hlavného kľúča, ako aj odvodzovanie podmienených kľúčov z denných kľúčov. Pri voľbe dostatočnej dĺžky kľúčov a vhodného odvodenia kľúča sa zohľadňujú odporúčania BSI-TR-02102-1 [BSI4].
Na ukladanie kľúčov sa zvolí pamäťové médium, ktoré umožňuje ich spoľahlivé vymazanie (pozri odsek 5.2.5). Vhodné sú napr. hardvérové médiá na ukladanie kľúčov, ako je HSM, ktorý možno zároveň používať aj ako jednotku na zašifrovanie/odšifrovanie. Ďalšou možnosťou je ukladanie všetkých aktuálnych kľúčov na RAM, pričom pre prípad výpadku prúdu je nevyhnutná ich nezávislá záloha. Okrem toho sa musí zabrániť nezabezpečenému presunu (swap) kľúčov z RAM.
Z používaných kľúčov sa v každom prípade vytvoria zálohy, aby k nim bol kedykoľvek možný prístup. Ak je pamäťovým médiom pre kľúče HSM, je možné napr. použitie druhého HSM s paralelným uložením údajov, pre kľúče na RAM možno vytvoriť kópiu na vymeniteľnom záznamovom médiu (napr. CD). Ak sa kľúče uložia na vymeniteľné záznamové médium, zaistí sa ich bezpečné uloženie, napr. v trezore.
V každom prípade sa zaistí, aby nebolo možné nekontrolované zálohovanie údajov. Na tento účel sa používa presné automatizované protokolovanie všetkých zálohovacích opatrení.
Na generovanie náhodných čísel potrebných na šifrovacie postupy a/alebo na generovanie, resp. odvodzovanie kľúčov musí byť k dispozícii vhodný náhodný zdroj (pozri BSI-TR-02102-1 [BSI4]).
5.2.3 Uchovávanie v mimoriadnych zariadeniach podľa § 113d druhá veta bod 2 TKG
Prevádzkové údaje uchovávané podľa § 113b TKG sa uchovávajú v zariadeniach, ktoré sú fyzicky oddelené od zariadení určených na plnenie bežných prevádzkových úloh. Táto požiadavka platí aj pri používaní virtuálnych systémov.
V databáze systému uchovávania prevádzkových údajov sa takisto okrem prevádzkových údajov podľa § 113b TKG a potrebných systémových súborov nesmú uchovávať nijaké iné údaje, najmä nie údaje na účely uvedené v § 96 TKG. Miešanie prevádzkových údajov uchovávaných podľa § 113b s inými údajmi je z dôvodov viazania účelom, bezpečnosti údajov a zamedzenia vzniku komplexných systémov neprípustné.
V systéme na uchovávanie prevádzkových údajov sa podľa stavu techniky vykonajú opatrenia na zníženie zraniteľnosti. Znamená to, že do systému možno inštalovať výhradne programy (procesy a služby) potrebné priamo na spracovanie a uchovávanie prevádzkových údajov (minimálny systém); všetky ďalšie softvérové súčasti a funkcie, ktoré nie sú nevyhnutne potrebné na uchovávanie a spracovanie prevádzkových údajov, sa odstránia. Zaistí sa vhodná bezpečná konfigurácia súčastí systému. Vykonáva sa včasná aktualizácia bezpečnostných prvkov, ktoré poskytol a otestoval výrobca.
5.2.4 Vysoká ochrana pred prístupom z internetu podľa § 113d druhá veta bod 3 TKG
Na zaistenie procesu uchovávania prevádzkových údajov s vysokou ochranou pred prístupom z internetu, a teda na ich ochranu pred stratou dôvernosti, integrity a autentickosti sa podľa § 113d druhá veta bod 3 TKG databáza oddelí od internetu.
Toto oddelenie možno v zásade realizovať tak, že sa databáza fyzicky odčlení od systémov prepojených s internetom. Uchovávané prevádzkové údaje sa však aj napriek tomu ukladajú práve do systémov, ktoré predstavujú súčasť verejnej telekomunikačnej siete (a teda aj internetu) alebo sú s nimi priamo či nepriamo prepojené. Uchovávané prevádzkové údaje by sa potom pri fyzickom odčlenení museli prenášať do databázy manuálne, čo spravidla v dôsledku očakávaného objemu nie je realizovateľné a vyvolávalo by to dodatočné bezpečnostné problémy.
Ako riešenie oddelenia databázy od internetu (resp. od verejných telekomunikačných sietí) sa odporúča použitie vhodnej infraštruktúry systému firewall. Táto infraštruktúra systému firewall sa musí vytvoriť tak, aby sa prevádzkové údaje dostávali do ochrannej oblasti výhradne prostredníctvom oprávnených systémov, ktoré sú na to určené, ale aby nebol možný únik údajov. Najbezpečnejším riešením je teda použitie dátovej diódy. Tá zabezpečí, aby nebol možný únik údajov z chránenej oblasti, a v rámci používaného protokolu spojenia prevezme prípadne potrebné hlásenia. Pri použití alternatívnych stavových scenárov systému firewall treba dbať na to, aby sa vytvorenie spojenia mohlo iniciovať iba z chránenej oblasti. Spojenie z oblasti mimo systému uchovávania prevádzkových údajov do chránenej oblasti cez zvolený systém firewall vybavený vlastnosťami rozhrania proxy sa nesmie nikdy iniciovať. Nesmú sa teda ponúkať nijaké služby do oblasti mimo systému uchovávania prevádzkových údajov. Nastavia sa dostatočne podrobné protokoly systému firewall na tri mesiace. Stupeň podrobnosti sa zvolí tak, aby bolo možné sledovať prípadné udalosti v presnej časovej postupnosti. Nápadnosť protokolových súborov sa pravidelne kontroluje, aby sa včas odhalilo, resp. zamedzilo narušenie bezpečnosti.
Na účely spracovania žiadosti príslušných orgánov o informácie pracovníkmi zodpovedného subjektu s mimoriadnym oprávnením sa uskutoční kontrolovaný prístup k databáze podľa zásady štyroch očí. Prístupový systém musí teda pri príslušných požiadavkách údaje odšifrovať a v súlade s požiadavkami prehľadať databázu. Prístup k tomuto systému sa uskutoční v zašifrovanej podobe. Na účely vylúčenia zneužitia musí byť systémom firewall, ktorý filtruje aspoň oblasti adresy IP a čísla portu, chránený aj prístupový systém. Tento systém firewall musí byť nakonfigurovaný tak, aby bol prístup cez firewall povolený len zo strany autorizovaného výzvového systému. Výsledky požiadavky možno cez firewall zasielať tiež len autorizovaným výzvovým systémom, a to iba v zašifrovanej podobe. Iné služby nemožno navonok ponúkať. Aj v tomto systéme firewall sa nastavia dostatočne podrobné protokoly systému firewall na tri mesiace. Stupeň podrobnosti sa zvolí tak, aby bolo možné sledovať udalosti v presnej časovej postupnosti. Nápadnosť protokolových súborov sa pravidelne kontroluje, aby sa včas odhalilo, resp. zamedzilo narušenie bezpečnosti. 
Osoby s mimoriadnym oprávnením sa vo výzvovom systéme identifikujú individuálnou identifikáciou používateľa. Bezpečnosť výzvového systému autorizovaného v systéme firewall sa zaistí podľa stavu techniky. Toto zabezpečenie sa opíše v bezpečnostnej koncepcii podľa § 113g TKG.
Ak sa výzvový systém používa aj na ďalšie poskytovanie informácií, pri ktorom sa v TKÜV umožňuje využitie spoločného prenosu informácií, zaistí sa, aby sa prepojenie s ďalšími systémami potrebnými na tento účel zabezpečilo systémom firewall. Na tento účel sa uvoľnia len prepojenia s potrebnými systémami a potrebnými protokolmi. Analogicky to platí o náležitej realizácii v súvislosti s protokolovými súbormi.
Všeobecné požiadavky na bezpečné systémy firewall (resp. bezpečnostné brány) sa uvádzajú v súboroch BSI k základnej ochrane IT [BSI3] a v štúdii Bezpečné prepojenie lokálnych sietí na internet (ISi-LANA) [BSI5].
5.2.5 Vykonávanie vymazania prevádzkových údajov podľa § 113b ods. 8 TKG
Explicitné vymazanie prevádzkových údajov z trvalej pamäte (napr. prepísaním) nie je vždy spoľahlivo možné, najmä pri použití pamäte flash (SSD). Bezpečné vymazanie údajov sa však dosiahne vhodným zašifrovaním údajov (pozri odsek 5.2.2) a následným vymazaním kryptografických kľúčov.
Zákonná požiadavka nezvratného vymazania prevádzkových údajov sa teda technicky realizuje vymazaním kľúčov, ktoré sa pri zvolenom šifrovacom postupe použili na bezpečné ukladanie prevádzkových údajov (pozri odsek 5.2.2). Nezvratné vymazanie kľúčov je v dôsledku nízkeho objemu dát možné.
Na ukladanie kľúčov sa teda zvolí pamäťové médium, ktoré umožňuje spoľahlivé vymazanie údajov, napr. HSM, RAM alebo CD. Kľúče potom možno vymazať napr. tak, že sa vymažú odkazy na ne a prepíšu sa súbory s kľúčmi (HSM), zlikvidujú sa objekty s kľúčmi (RAM) alebo sa zlikviduje pamäťové médium (CD).
Na zaistenie budúcej bezpečnosti pri opísaných postupoch vymazania treba zašifrované prevádzkové údaje dodatočne vymazať z trvalej pamäte. Postačuje jednoduché vymazanie uvoľnením príslušných oblastí pamäte.
Lehoty na vymazanie prevádzkových údajov, ktoré sa stanovujú v § 113b ods. 8 TKG, sa realizujú včasným vymazaním kľúčov a včasným vymazaním prevádzkových údajov z databázy. Pri výmene alebo likvidácii trvalého pamäťového média používaného na ukladanie prevádzkových údajov je nevyhnutná nezvratná likvidácia podľa zásady štyroch očí. Dátum a čas nezvratnej likvidácie, ako aj mená a podpisy pracovníkov sa zaznamenajú do protokolu.
Vhodný postup likvidácie sa zvolí v súlade s vysokým stupňom ochrany prevádzkových údajov. Náležité predpisy sa nachádzajú napr. v podmienkach základnej ochrany BSI [BSI3].
Nešifrované údaje pri spracovaní požiadaviek na vyhľadávanie v prístupovom alebo vo výzvovom systéme (kryptografické kľúče, odšifrované prevádzkové údaje a iné dočasné údaje) sa z RAM prístupového systému vymažú okamžite po použití. Analogicky tu platia ustanovenia uvedené vyššie. Okrem toho sa zabráni nezabezpečenému prenosu (swap) citlivých údajov z RAM prístupového systému, pretože tieto údaje sa inak nachádzajú v dešifrovanom texte v trvalej pamäti a nemožno ich ani opätovne bezpečne vymazať (pozri vyššie). Možné je to napr. deaktivovaním alebo zašifrovaním prenášaného súboru. 
Požiadavky na vymazanie, ktoré sa opisujú v tomto odseku, platia analogicky pre všetky zálohy prevádzkových údajov a kľúčov vygenerovaných pri zálohovacích opatreniach. 
5.2.6 Obmedzenie prístupu k zariadeniam na spracovanie údajov podľa § 113d druhá veta bod 4 TKG
Obmedzenie prístupu k zariadeniam na spracovanie údajov podľa § 113d druhá veta bod 4 TKG sa musí zabezpečiť z personálneho, organizačného a technického hľadiska.
5.2.6.1 Vytvorenie riadenia práv a úloh
Uchovávanie prevádzkových údajov u zodpovedného subjektu sa o. i. spája s vysokou mierou dôvernosti. Musí sa zamedziť zneužitie uchovávaných prevádzkových údajov osobami s mimoriadnym oprávnením aj neoprávnenými osobami alebo tretími subjektmi. V dôsledku toho sa neoprávneným osobám neumožní nijaký prístup a osobám s mimoriadnym oprávnením iba kontrolovaný prístup, ktorý je v súlade s ich konkrétnymi úlohami. 
Úlohy osôb s mimoriadnym oprávnením sa rozlišujú takto:
· Po prvé ide o osoby s mimoriadnym oprávnením, ktoré im udelil zodpovedný subjekt; tieto osoby prijímajú a overujú žiadosti príslušných orgánov o informácie, iniciujú v databáze požiadavku na vyhľadávanie a posielajú príslušným orgánom výsledky alebo majú prístup k prevádzkovým údajom z iných dôvodov. Tento postup sa uskutočňuje podľa zásady štyroch očí v súlade s odsekom 5.2.7.1. Všetky činnosti sa podrobne a kontrolovateľne automaticky protokolujú.
· Po druhé ide o osoby s mimoriadnym oprávnením, ktoré sú zodpovedné za technickú údržbu hardvéru a softvéru systému na uchovávanie prevádzkových údajov. Pri rozličných administrátorských činnostiach (napr. kryptografické riadenie, konfigurácia systému firewall, konfigurácia databázy alebo všeobecné administrátorské činnosti) sa používajú rozličné používateľské účty s individuálnou ochranou, najmä ak tieto činnosti vykonávajú rôzne osoby. Prístup a práca na systéme sa podrobne a kontrolovateľne dokumentujú. Možnosti prístupu pri údržbe na diaľku sa opisujú v odseku 5.2.7.2.
Ak niekto neoprávnene získa prístup k systémom vo fyzicky zabezpečenej oblasti, automaticky sa spustí alarm, ktorý iniciuje okamžité bezpečnostné opatrenia. Výzvový systém používaný sa spracovanie žiadostí príslušných orgánov o informácie sa umiestni do uzatvárateľných priestorov vo fyzicky zabezpečenom prostredí, pričom je mimoriadne chránený pred prístupom.
Ak zodpovedný subjekt poverí vytvorením a prevádzkou systému uchovávania prevádzkových údajov tretí subjekt, dbá v zmluvných ustanoveniach na to, aby sa prácami poverili iba tí pracovníci poskytovateľa, ktorým udelil mimoriadne oprávnenie. Zodpovedný subjekt to pravidelne overuje. Zodpovedné subjekty dbajú na to, aby Spolková agentúra pre siete a spolkový splnomocnenec pre ochranu údajov a slobodu informácií mohli vykonávať kontroly v zákonne stanovenom rozsahu.
5.2.6.2 Fyzické zabezpečenie databázy
Pri plánovaní a prevádzke databáz sa dbá na dostatočnú fyzickú bezpečnosť. Ako uzatvorená bezpečnostná oblasť sa projektuje najmä tá časť výpočtového strediska, kde budú umiestnené hardvérové komponenty systému uchovávania prevádzkových údajov. Na zvýšenie ochranného účinku databáz sa alternatívne naplánujú osobitné bezpečnostné skrine vnútri výpočtového strediska.
Prvky systému uchovávania prevádzkových údajov sa pred neoprávneným prístupom chránia vysokokvalitnými mechanizmami prístupovej kontroly. Pri neoprávnenom prístupe sa automaticky spustí alarm, ktorý iniciuje okamžité bezpečnostné opatrenia.
Všetci klienti používaní na vyžiadanie informácií alebo na údržbové účely (napr. riadiaca konzola) sú fyzicky chránení proti prístupu osôb, ktoré nemajú mimoriadne oprávnenie.
Udelenie a odobratie prístupových oprávnení zo strany zodpovedného subjektu alebo na jeho poverenie sa podrobne dokumentuje. Dohľad nad prístupovým oprávnením vykonávajú osoby (napr. vrátnik, služba kontroly zatvárania, bezpečnostný personál) alebo sa uskutočňuje prostredníctvom technických zariadení (napr. čítačka kariet, biometrické postupy, ako je skenovanie šošovky či odtlačku prstov, bezpečnostný zámok, systém zamykania).
Prístup k systému uchovávania prevádzkových údajov na údržbové účely sa umožní iba po identifikácii a dvojfaktorovej autentifikácii pri uplatnení zásady štyroch očí. Vydávanie a odoberanie prístupových prostriedkov, ako je používateľské ID alebo čipové karty, zo strany zodpovedného subjektu alebo osobami, ktoré tým poveril, sa dokumentuje. Autentifikačné procesy, ako aj všetky systémové vstupy sa kontrolovateľne protokolujú. Každý protokolový záznam obsahuje dátum, čas, účel, činnosť vykonanú pri prístupe a meno osoby.
5.2.7 Nevyhnutná prítomnosť aspoň dvoch osôb pri prístupe k prevádzkovým údajom podľa § 113d druhá veta bod 5 TKG (zásada štyroch očí)
Prijmú sa technické a organizačné opatrenia na zaistenie zásady štyroch očí vykonávanej dvomi osobami, ktorým zodpovedný subjekt udelil mimoriadne oprávnenie na prístup k prevádzkovým údajom. Pri vykonávaní požiadaviek sa rozlišuje medzi požiadavkou prevádzkových údajov pri vyžiadaní informácií a prevádzkovým prístupom.
5.2.7.1 Zásada štyroch očí pri žiadosti o informácie
Pri žiadosti o informácie overia súlad vyžiadaných parametrov, ktoré sú obsahom súdneho nariadenia alebo úradnej žiadosti o informácie, s údajmi zadanými do prístupového systému dve osoby, ktorým zodpovedný subjekt udelil mimoriadne oprávnenie. 
Prvá osoba po doručení žiadosti o informácie overí súlad vyžiadaných údajov s príslušným súdnym rozhodnutím alebo úradnou žiadosťou a v prípade odchýlok vráti žiadosť príslušnému orgánu na korektúru. 
Druhá osoba potom vykoná pri oddelenom a nezávislom ďalšom kroku náležitú kontrolu. Opätovne sa pri tom zaistí, aby údaje, o ktoré sa v systéme žiada, zodpovedali údajom uvedeným v príslušnom súdnom rozhodnutí alebo v úradnej žiadosti. Ak to tak nie je, treba o tom informovať prvú osobu, ktorá žiadosť o prevádzkové údaje opätovne iniciuje.
Ak príslušné orgány spolu so súdnym nariadením doručia potrebné technické parametre požiadavky (ETSI-ESB), zaistí sa, aby pri overovaní u zodpovedného subjektu nebola možná ich zmena. Pri prípadných chybách alebo nejasnostiach si zodpovedný subjekt vyžiada od príslušných orgánov príp. zmenené parametre.
Ak technické parametre neposkytne elektronicky príslušný orgán, ale generuje ich prvá osoba oprávnená na kontrolu, zaistí sa, aby ich druhá osoba oprávnená na kontrolu nemohla zmeniť. Prvá osoba oprávnená na kontrolu rozpoznané nezrovnalosti opraví a druhá osoba oprávnená na kontrolu ich pred uvoľnením ešte raz overí.
S cieľom zaistiť, aby v dôsledku technických chýb nedošlo k exportu prevádzkových údajov, ktoré nie sú vo vstupných inštrukciách zahrnuté, sa pravidelne vykonávajú technické testy s testovacími údajmi (Dummy Data), ktoré sa na kontrolu systému generujú v telekomunikačnej sieti.
5.2.7.2 Zásada štyroch očí pri prevádzkovom prístupe
Ak pri prevádzkovom prístupe (napr. údržba systému na uchovávanie prevádzkových údajov) môže dôjsť k prístupu k prevádzkovým údajom podliehajúcim povinnosti uchovávania alebo ku kryptografickým kľúčom, uskutočňujú prístup k prvkom systému na uchovávanie prevádzkových údajov (napr. výmena hardvérových komponentov alebo aktualizácia softvéru) a súvisiace práce iba dve osoby s mimoriadnym oprávnením pri dodržaní zásady štyroch očí (pozri odsek 5.2.6.1). 
Údržbu môže vykonať iba jedna osoba, ak sú splnené tieto podmienky:
· V systéme, v ktorom sa prístup uskutočňuje (riadiaca konzola), nie je možné, aby okamžite alebo neskôr došlo k priamemu alebo nepriamemu prístupu k prevádzkovým údajom podliehajúcich povinnosti uchovávania alebo ku kľúčom. 
· Je vylúčené, aby sa pri údržbe umožnil dodatočný prístup k prevádzkovým údajom alebo ku kľúčom. 
· Osoba nesmie mať administrátorský prístup ani meniť pridelené prístupové oprávnenia.
Požiadavky na fyzické zabezpečenie systémov používaných na údržbové účely sa opisujú v odseku 5.2.6.2.
V rámci tých údržbových prác, pri ktorých sa dodržiava zásada štyroch očí, sa povoľujú tieto prístupové možnosti:
A: Údržbový prístup z rôznych stanovíšť
Ak sa osobám s mimoriadnym oprávnením umožňuje údržbový prístup k riadiacej konzole z rôznych stanovíšť mimo fyzicky zabezpečenej oblasti opísanej v odseku 5.2.6.2, musia byť splnené tieto požiadavky:
1. Prístup k riadiacej konzole je možný iba vtedy, ak sa pri ňom uskutočňuje kontrola prístupu a dohľadu, ktorou sa zaistí, aby obe osoby s mimoriadnym oprávnením vykonali prístup naraz, a ak neexistuje možnosť, ako túto kontrolu obísť.
2. Kontrolou prístupu a dohľadu sa zaistí, aby boli všetky údaje a displeje obrazovky u oboch osôb zobrazené obsahovo rovnako a aby neexistovala možnosť tomuto zdvojeniu zabrániť.
3. Na takéto údržbové prístupy sa povoľujú iba vyhradené systémy klientov, ktoré sa voči prístupovému systému musia autentifikovať. Takéto spojenie sa vždy zaistí zabezpečením prenosu (t. j. zašifrovanie prenosu s ochranou integrity a autentickosti). Prevádzka systémov klientov je povolená len v podnikových priestoroch, ktoré sa nachádzajú v tuzemsku a sú v nich zamestnané osoby s mimoriadnym oprávnením. 
4. Riadiaca konzola, ako aj používané systémy klientov sa podľa ustanovení odseku 5.2.4 chránia pred nedovoleným prepojením a pred prístupom z internetu systémom firewall.
B: Vzdialený prístup pre tretie osoby
Tretím osobám (napr. špecialista vo firme výrobcu) sa na účely podpory oboch osôb s mimoriadnym oprávnením, ktoré musia sami vykonať potrebné práce, umožní vzdialený prístup, ktorý zahŕňa výhradne načítanie, ak sú splnené tieto podmienky:
1. Vzdialený prístup sa umožní výhradne k riadiacej konzole, ktorou sa ovládajú ostatné prvky systému na uchovávanie prevádzkových údajov. 
2. Prístupu, ktorý by tretej osobe umožnil prepisovanie, sa účinne zabráni; na podporu oboch osôb s mimoriadnym oprávnením sa povoľuje výhradne prístup umožňujúci načítanie. Autentifikuje sa aj personál poskytujúci podporu na diaľku. Osoby s mimoriadnym oprávnením prešli školením o zaobchádzaní so systémovými prvkami, ktorých správu vykonávajú, aby predtým, ako vykonajú odporúčania tretej osoby, dokázali posúdiť ich dosah.
3. Vzdialené údržbové prístupy cez verejné telekomunikačné siete sa vždy zaistia zabezpečením prenosu (t. j. zašifrovanie prenosu s ochranou integrity a autentickosti).
4. Lokálna sieť, ako aj klient, z ktorého sa uskutočňuje vzdialený údržbový prístup, sa zabezpečia základnou ochranou IT.
5. Zaistí sa, aby nebol možný náhľad do nezašifrovaných prevádzkových údajov ani kryptografických kľúčov.
6. Vzdialený údržbový prístup je v súlade s opatreniami uvedenými v odseku 5.2.4 oddelený od internetu systémom firewall. Spojenie sa okamžite po uskutočnení vzdialeného prístupu vždy fyzicky preruší (napr. vytiahnutím spájacieho kábla).
5.3 Požiadavky na protokolovanie podľa § 113e TKG
Podľa § 113e ods. 1 TKG sa o každom prístupe k prevádzkovým údajom vystaví kontrolovateľný protokol. Protokol sa vystaví v systéme, v ktorom sa nachádzajú prevádzkové údaje.
Podľa § 113e TKG sa protokolujú:
1. dátum a čas prístupu,
2. konkrétne identifikačné údaje osôb, ktoré vykonávajú prístup k prevádzkovým údajom,
3. účel a forma prístupu.
Počas celého obdobia povinnosti uchovávania musí byť možné zistiť, ktoré osoby prostredníctvom ktorých klientov vykonali prístup k prevádzkovým údajom. Ak sú v protokolových údajoch podľa § 113e TKG uložené len identifikačné údaje, ktoré neumožňujú priame priradenie k fyzickej osobe, zdokumentuje sa priradenie osoby oprávnenej na prístup k údajom k týmto identifikačným údajom.
Protokolovanie v súvislosti so žiadosťou príslušného orgánu o informácie sa uskutočňuje podľa TKÜV.
Pri prevádzkových prístupoch možno účel a formu prístupu protokolovať napr. prostredníctvom súboru operačného systému, do ktorého sa zaznamenáva história a ktorý obsahuje jednotlivé kroky spracovania.
V protokolových údajoch sa nesmú nachádzať informácie o obsahu vymazaných alebo spracovávaných prevádzkových údajov. Uchovávajú sa v osobitných zabezpečených databázach, ktoré sú na tento účel určené. Protokolové údaje teda neobsahujú odpovede príslušným orgánom ani oznámenia pri požiadavkách na databázu.
Protokolové údaje sa vymažú s normálnym stupňom ochrany podľa základnej ochrany IT. Protokoluje sa aj vymazanie, a to takto:
1. dátum a čas vymazania protokolových údajov,
2. pracovník zodpovedného subjektu, resp. podniku, ktorý zodpovedný subjekt poveril.
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Príloha
Bezpečnostná koncepcia (§ 113g)
Subjekt zodpovedný podľa § 113a ods. 1 TKG predloží Spolkovej agentúre pre siete bezpečnostnú koncepciu podľa § 113g TKG bezodkladne po tom, ako sa začne uchovávanie podľa § 113b, a bezodkladne opätovne pri každej zmene koncepcie. 
V tomto prípade sa odporúča rozšíriť bezpečnostnú koncepciu podľa § 109 ods. 4 TKG o novú, obsahovo uzatvorenú osobitnú časť podľa § 113g TKG (napr. Bezpečnostná koncepcia technických a iných opatrení pre povinnosti uchovávania a maximálne lehoty uchovávania prevádzkových údajov podľa § 113g TKG), v ktorej sa opíšu ochranné opatrenia na zaistenie mimoriadne vysokých požiadaviek na kvalitu a bezpečnosť údajov podľa kapitol 4 a 5 súboru požiadaviek. Vychádza sa pri tom z toho, že vlastné uchovávanie prevádzkových údajov podľa § 113a a nasl. TKG sa uskutočňuje v bezpečnom prostredí s existujúcou bezpečnostnou koncepciou slúžiacou na opis základnej ochrany.
Ak to tak nie je, dokumentujú sa aj opatrenia na realizáciu základnej ochrany podľa § 109 ods. 4 TKG. Pri koncepcii sa odkazuje na súbor bezpečnostných požiadaviek podľa § 109 ods. 6 TKG a na príslušné opisy v súvislosti so základnou ochranou BSI.
Opatrenia na realizáciu mimoriadne vysokých požiadaviek podľa odsekov 4 a 5 súboru požiadaviek sa v bezpečnostnej koncepcii uvádzajú takto:
1. Určenie relevantných bezpečnostných čiastkových systémov
S cieľom umožniť identifikáciu a rozlíšené sledovanie ohrozenia komplexného systému na uchovávanie, spracovanie a prenos prevádzkových údajov podliehajúcich povinnosti uchovávania podľa § 113b až § 113e TKG sa znázornia bezpečnostné čiastkové systémy (pozri nasledujúci obrázok), napr. sieťové prvky so systémom na zaznamenávanie údajov (Call Data Records, rozhranie Interconnection s Call Data Records), dátový filter, databáza, výzvový a prístupový systém, ktoré sa v bezpečnostnej koncepcii graficky znázornia a slovne opíšu. 
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Obrázok 3: Príklad vykonávania základnej štruktúry
2. Priradenie mimoriadne vysokých požiadaviek (odsek 4 a 5 súboru požiadaviek)
2.1 Analýza ohrozenia
Určia a opíšu sa konkrétne potenciálne možné ohrozenia úrovne ochrany definovanej v § 113b až § 113e TKG. Doplňujúco sa zohľadnia individuálne skutočnosti (príp. vo forme dodatočných čiastkových systémov), ktoré môžu dodatočne vyvolať relevantné ohrozenia, čím si na dosiahnutie mimoriadne vysokého štandardu bezpečnosti a kvality údajov vyžadujú doplňujúce opatrenia. Pri týchto individuálnych skutočnostiach sa zohľadnia skutkové okolnosti, ktorých príčina sa nachádza v konkrétnom prostredí jednotlivého zodpovedného subjektu. Hodnotenie rizík možno vykonať napr. podľa štandardu BSI 100-3 [BSI2].
2.2 Priradenie ochranných opatrení podľa odseku 4 a 5 súboru požiadaviek k bezpečnostným čiastkovým systémom
Ochranné opatrenia, ktoré sa majú prijať na splnenie zákonných požiadaviek podľa odseku 4 a 5, ako aj doplňujúce opatrenia určené podľa kapitoly 2.1 sa priradia ku konkrétnym bezpečnostným čiastkovým systémom a opíšu sa.
Dokumentácia môže mať podobu tabuliek s konkrétnym priradením – požiadavka, ohrozenie, ochranné opatrenie, podobne ako pri koncepcii podľa súboru požiadaviek na bezpečnosť podľa § 109 ods. 6 TKG.
3. Posúdenie komplexného systému
Hoci každý jednotlivý bezpečnostný čiastkový systém spĺňa zákonné požiadavky podľa § 113b až § 113e TKG (odsek 4 a 5), môžu so zreteľom na bezpečnosť komplexného systému ešte existovať zvyškové riziká. Z tohto dôvodu sa dodatočne vyžaduje osobitné posúdenie podľa vysokej úrovne ochrany komplexného systému, ktoré na základe plánovaných jednotlivých opatrení tiež zodpovedá uvedeným zákonným požiadavkám. Uvedie sa, ako sa postupuje pri prípadnom zvyškovom riziku.
� Oznámené v súlade so smernicou Európskeho parlamentu a Rady (EÚ) 2015/1535 z 9. septembra 2015, ktorou sa stanovuje postup pri poskytovaní informácií v oblasti technických predpisov a pravidiel vzťahujúcich sa na služby informačnej spoločnosti (Ú. v. EÚ L 241, 17.9.2015, s. 1).





