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Sprzet telekomunikacyjny.

7.

8. Rozporzadzenie sktada sie z czesci wyjasniajacej, jednego artykutu zatwierdzajgcego ENS5G (krajowy system
bezpieczenstwa sieci 5G), dwdch dodatkowych przepiséw i czterech przepiséw kofcowych.

ENS5G, ktéry ma zostaé zatwierdzony, sktada sie z 33 artykutéw podzielonych na osiem rozdziatéw oraz trzech
zatgcznikow.

W uzasadnieniu wyjasniono powody przyjecia rozporzadzenia oraz opracowywane artykuty dekretu krélewskiego z moca
ustawy.

W jednym artykule zatwierdzono krajowy system bezpieczenstwa sieci i ustug 5G.

Pierwszy przepis dodatkowy stanowi, ze rzad, w drodze dekretu krélewskiego, na wniosek Ministerstwa Transformacji
Cyfrowej, w nastepstwie sprawozdania Rady Bezpieczenstwa Narodowego, dokonuje przegladu krajowego systemu
bezpieczenstwa sieci i ustug 5G, gdy wymagaja tego okolicznosci, a w kazdym razie co cztery lata.

Drugi przepis dodatkowy stanowi, ze dekret krélewski z mocg ustawy 7/2022 z dnia 29 marca 2022 r. i ENS5G maja
zastosowanie do generacji tgcznosci elektronicznej wykraczajacych poza pigtg generacje, podczas gdy nie ma w
odniesieniu do nich szczegétowych rozporzadzen.

Pierwszy przepis koficowy dotyczacy jurysdykcji stanowi, ze dekret krélewski i zatwierdzony przez niego system sa
wydawane na podstawie art. 149 ust. 1 pkt 21 i art. 149 ust. 1 pkt 29 Konstytucji Hiszpanskiej, ktére przyznaja panstwu,
odpowiednio, wytgczna jurysdykcje nad ogdlnym systemem telekomunikacyjnym i bezpieczenstwem publicznym.

Drugi przepis kohcowy stwierdza, ze ustawa 11/2022 z dnia 28 czerwca 2022 r. w sprawie ogdlnej telekomunikacji oraz
jej przepisy wykonawcze maja zastosowanie uzupetniajace, i stanowi, ze we wszystkich sprawach nieuregulowanych we
wspomnianych przepisach dekret krélewski z mocg ustawy 12/2018 z dnia 7 wrzesnia 2018 r. w sprawie bezpieczehstwa
sieci i systemdw informatycznych oraz ustawa 8/2011 z dnia 28 kwietnia 2011 r. ustanawiajaca srodki ochrony
infrastruktury krytycznej, jak réwniez ich odpowiednie przepisy wykonawcze, majg zastosowanie uzupetniajgce.

Trzeci przepis kohcowy dotyczacy rozwoju regulacyjnego umozliwia szefowi Ministerstwa Transformacji Cyfrowej
opracowanie przepiséw niniejszego dekretu krélewskiego i zatwierdzonego przez nie systemu, a takze zmiane tresci
zatacznikéw zgodnie z rozwojem postepu technologicznego, zatwierdzenie nowych standardéw technicznych i systeméw
certyfikacji sprzetu telekomunikacyjnego i produktéw podigczonych do sieci oraz rozwéj réznych konfiguracji i
parametrow technicznych sieci i ustug 5G oraz przysztych generacji tgcznosci elektroniczne;.

Czwarty przepis kohcowy stanowi, ze rozporzadzenie wchodzi w zycie nastepnego dnia po jego opublikowaniu w
Dzienniku Urzedowym.

W odniesieniu do zatwierdzonej tresci ENS5G:

Artykut 1 stanowi, ze rozporzadzenie jest wydawane w celu wykonania dekretu krélewskiego z mocg ustawy 7/2022 z
dnia 29 marca 2022 r., w szczegdlnosSci w zastosowaniu jego rozdziatu IV.

Artykut 2 odnosi sie do celéw rozporzadzenia, ktére zostaty juz przeanalizowane.

Artykut 3 stanowi, ze stosuje sie definicje zawarte w dekrecie krélewskim z moca ustawy 7/2022 z dnia 29 marca 2022 .,
ustawie 11/2022 z dnia 28 czerwca 2022 r. w sprawie ogdinej telekomunikacji i Europejskim kodeksie tgcznosci
elektronicznej.

Artykut 4 stanowi, ze rozporzadzenie ma zastosowanie do operatoréw sieci 5G, dostawcéw 5G i uzytkownikéw
korporacyjnych sieci 5G, ktérzy majg prawo do korzystania z publicznej domeny radiowej do instalowania, wdrazania lub
obstugi prywatnej sieci 5G lub do $wiadczenia ustug 5G do celéw zawodowych lub na wiasny uzytek.

Artykut 5 okresla minimalne elementy, infrastrukture i zasoby, ktére tworzg siec¢ tgcznosci elektronicznej 5G, odwotujac
sie do zatgcznika | w celu ich szczegdtowego opisu. Okresla réwniez krytyczne elementy sieci 5G, ktére co do zasady
muszg znajdowac sie na terytorium kraju (w tym ewentualne wyjatki).

Artykut 6 odnosi sie do kompleksowego traktowania bezpieczenstwa zgodnie z miedzynarodowym prawodawstwem
wspdlinotowym i krajowym, ktére zostato zatwierdzone lub ktére moze zostac zatwierdzone, wymagajacym od stron
zobowigzanych przeprowadzenia, za pomocg catosciowej metody, analizy stabych punktéw, zagrozen i ryzyk, ktére
dotycza ich jako podmiotéw gospodarczych oraz réznych komponentéw, a takze odpowiedniego i kompleksowego
zarzadzania tymi ryzykami za pomoca technik i srodkdéw, ktére s odpowiednie do ich ograniczenia lub wyeliminowania
oraz do osiggniecia ostatecznego celu, jakim jest bezpieczne uzytkowanie i eksploatacja sieci i ustug 5G.
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Artykut 7 podkresla, ze analiza ryzyka i zarzadzanie ryzykiem sa zasadniczym elementem procesu bezpieczenstwa i
powinny by¢ dziataniami biezacymi, stale aktualizowanymi.

Artykut 8 odnosi sie do biezagcego monitorowania i okresowej ponownej oceny.

Artykut 9 stanowi, ze analiza ryzyka na szczeblu krajowym jest okreslona w zatgczniku Il i zostata przeprowadzona z
uwzglednieniem réznych elementéw, takich jak informacje zebrane od stron zobowigzanych, badanie stabych punktéw
zwigzanych z tancuchem dostaw sieci i ustug 5G, ocena stopnia zaleznosci dostawcéw, ryzyko przerwania dostaw ze
wzgledu na sytuacje gospodarczg, korporacyjna lub handlowg wptywajgcg na dostawcéw lub ocena skutecznosci
stosowanych srodkéw bezpieczenstwa.

Artykut 10 dotyczacy zarzadzania ryzykiem na szczeblu krajowym stanowi, ze kryteria, wymogi, warunki i terminy dla
stron zobowigzanych do opracowania i wdrozenia technik i Srodkéw ograniczajacych ryzyko okreslono w zatgczniku Ill.
Artykut 11 rozwija przepisy art. 14 dekretu krélewskiego z moca ustawy 7/2022 z dnia 29 marca 2022 r. w odniesieniu do
procedury i aspektdw, ktére majg zostac ocenione przez Rade Ministréw w odniesieniu do klasyfikacji dostawcéw jako
dostawcédw wysokiego ryzyka oraz elementéw, ktére nalezy uwzglednié przy zamawianiu ewentualnej wymiany sprzetu,
produktéw i ustug Swiadczonych przez tych dostawcédw. Podobnie, zgodnie z przepisami wspomnianego dekretu
krélewskiego z mocg ustawy, stwierdza sie, ze dostawcy wysokiego ryzyka, ktérych sprzet telekomunikacyjny,
urzadzenia, oprogramowanie lub ustugi pomocnicze sg wykorzystywane tylko i wytacznie w prywatnych sieciach 5G lub w
celu $wiadczenia ustug 5G na wtasny uzytek, sa klasyfikowani jako dostawcy $redniego ryzyka.

Artykut 12 dotyczacy okreslania lokalizacji, w ktérych nie mozna instalowa¢ urzadzen dostawcdw sklasyfikowanych jako
dostawcy wysokiego ryzyka, stanowi, ze Rada Bezpieczenstwa Narodowego, na podstawie sprawozdania Ministerstwa
Transformacji Cyfrowej, moze okresli¢ lokalizacje, obszary i osrodki, w ktérych nie mozna instalowaé urzadzen dostawcéow
sklasyfikowanych jako dostawcy wysokiego ryzyka. W przypadku instalacji, modyfikacji lub adaptacji stacji radiowych
zapewniajacych zasieg w tych lokalizacjach, obszarach i osrodkach operatorzy sieci 5G musza zwréci¢ sie o zezwolenie do
Ministerstwa Transformacji Cyfrowej.

Artykut 13 zobowigzuje operatoréw sieci 5G do opracowania strategii dywersyfikacji fancucha dostaw oraz do posiadania
w sieci dostepu urzadzen przesytowych dostarczanych przez co najmniej dwdéch réznych dostawcédw. Okreslono w nim
réwniez kryteria, ktére Rada Ministréw powinna uwzgledni¢ w celu podjecia decyzji, czy mozliwe jest utrzymanie jednego
dostawcy, jezeli w wyniku fuzji liczba dostawcéw ulegnie zmniejszeniu. Ponadto okreslono w nim zatozenia i procedure,
dzieki ktérej Ministerstwo Transformacji Cyfrowej moze zmienic¢ strategie dywersyfikacji tafcucha dostaw operatora sieci
5G.

Artykut 14 skupia sie na analizie ryzyka, ktéra ma by¢ przeprowadzona przez operatoréw sieci 5G w odniesieniu do
wszystkich elementéw, infrastruktury i zasobdw sieci wymienionych w zataczniku I, wymienia czynniki, ktére nalezy
uwzgledni¢ i zobowigzuje operatoréw do zebrania od swoich dostawcéw praktyk i Srodkéw w zakresie bezpieczenstwa
przyjetych w odniesieniu do produktdw i ustug, ktére im dostarczali, a takze do uwzgledniania priorytetéw i hierarchii
ryzyk zgodnie z okreslonymi parametrami, ktére réwniez sa wymienione. Do dnia 1 paZzdziernika 2024 r. operatorzy sieci
5G muszg przedtozy¢ analize ryzyka, a nastepnie co dwa lata.

Artykut 15 dotyczacy analizy ryzyka przeprowadzanej przez dostawcédw 5G wymaga analizy ryzyk zwigzanych ze
sprzetem telekomunikacyjnym, urzadzeniami i oprogramowaniem oraz ustugami pomocniczymi zwigzanymi z
funkcjonowaniem lub eksploatacjg sieci 5G lub swiadczeniem ustug 5G, a takze dostarczenia tej analizy ministerstwu na
zadanie. W przypadku dostawcéw sklasyfikowanych jako dostawcy wysokiego lub sredniego ryzyka analiza jest
przedktadana w ciggu szesciu miesiecy od tej klasyfikacji, a nastepnie co dwa lata.

Artykut 16 dotyczacy analizy ryzyka przez uzytkownikéw korporacyjnych sieci 5G wymaga, aby ta analiza ryzyka byta
przekazywana Ministerstwu Transformacji Cyfrowej, w przypadku gdy tacy uzytkownicy sa do tego zobowigzani.

Artykut 17 pozwala Ministerstwu Transformacji Cyfrowej zbierac od stron zobowigzanych informacje niezbedne do
przeprowadzenia analizy ryzyka oraz klasyfikuje nieudzielenie takich informacji w ciggu 15 dni roboczych jako powazne
naruszenie. Informacje te uznaje sie za poufne i nie moga by¢ wykorzystywane do celéw innych niz realizacja celéw i
obowigzkéw okreslonych w dekrecie krélewskim z mocg ustawy 7/2022 z dnia 29 marca 2022 r., w ENS5G oraz w aktach
wydanych w celu wykonania obu przepiséw.

Artykut 18 stanowi, ze ogdinym obowigzkiem wszystkich stron zobowigzanych jest zarzadzanie ryzykiem zwigzanym z
bezpieczenstwem.

Artykut 19 skupia sie na zarzgdzaniu bezpieczenstwem przez operatoréw sieci 5G, wymienia obowigzki wszystkich
operatoréw (takie jak przyjecie planéw i Srodkéw awaryjnych, zapewnienie zgodnosci z normami europejskimi lub
specyfikacjami technicznymi i systemami certyfikacji, poddanie sie audytowi bezpieczenstwa na wtasny koszt lub zadanie
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przestrzegania norm bezpieczenstwa przez dostawcéw) oraz dodatkowe obowigzki operatoréw, ktérzy posiadajg lub
eksploatujg krytyczne elementy publicznej sieci 5G (takie jak zakazy korzystania z urzadzen od dostawcéw wysokiego
ryzyka w krytycznych elementach sieci lub w niektérych lokalizacjach, obszarach i osrodkach). Operatorzy sieci 5G musza
przedtozy¢ Ministerstwu Transformacji Cyfrowej opis srodkdw technicznych i organizacyjnych opracowanych i wdrozonych
w celu zarzadzania ryzykiem i ograniczania go do dnia 1 paZdziernika 2024 r., a nastepnie co dwa lata. Ponadto
operatorzy sieci 5G, ktérzy s wtascicielami lub eksploatujg krytyczne elementy publicznej sieci 5G, muszg przedtozy¢
Ministerstwu Transformacji Cyfrowej strategie dywersyfikacji tancucha dostaw do dnia 1 pazdziernika 2024 r., a nastepnie
za kazdym razem, gdy podlega ona modyfikacjom. Informacje na temat stanu realizacji tej strategii musza by¢
przedktadane do dnia 1 pazdziernika kazdego roku.

Artykut 20 dotyczacy zarzadzania bezpieczenstwem przez dostawcéw 5G zawiera wykaz obowiazkéw, w tym
przeprowadzenie audytu bezpieczenstwa ich sprzetu, produktéw i ustug, dostarczanie informacji na temat mozliwych
ingerencji podmiotéw trzecich w projektowanie, dziatanie i funkcjonowanie ich sprzetu, produktéw i ustug oraz
wspdtprace z operatorami sieci 5G i uzytkownikami korporacyjnymi sieci 5G poprzez dostarczanie informacji i
poswiadczanie zgodnosci z normami i certyfikatami. Dostawcy 5G muszg przygotowad sprawozdanie na temat srodkdw
technicznych i organizacyjnych opracowanych i wdrozonych w celu zarzadzania ryzykiem i ograniczania go, a takze
przedtozy¢ to sprawozdanie ministerstwu na zadanie. W przypadku dostawcéw sklasyfikowanych jako dostawcy
wysokiego lub Sredniego ryzyka sprawozdanie przedktada sie w terminie szesciu miesiecy od tej klasyfikacji, a nastepnie
co dwa lata.

Artykut 21 dotyczacy zarzadzania bezpieczehnstwem przez uzytkownikéw korporacyjnych sieci 5G stanowi, ze nie moga
oni wykorzystywac sprzetu telekomunikacyjnego, systemdw przesytowych, urzgdzen przetgczajgcych lub routingowych
oraz innych zasobdw, ktére umozliwiajg przesytanie sygnatéw, urzadzen, oprogramowania lub ustug pomocniczych od
dostawcéw sklasyfikowanych jako dostawcy sredniego ryzyka w krytycznych elementach sieci. Ponadto uzytkownicy
muszg przedstawi¢ Ministerstwu Transformacji Cyfrowej, na zadanie, opis srodkéw technicznych i organizacyjnych
opracowanych i wdrozonych w celu zarzadzania ryzykiem i ograniczania go.

Artykut 22 dotyczacy zarzadzania bezpieczenstwem przez administracje publiczng stanowi, ze ze wzgledu na
bezpieczenstwo narodowe, przy instalowaniu, wdrazaniu i eksploatacji sieci 5G, zaréwno publicznie dostepnych, jak i
prywatnych, lub swiadczenia ustug 5G, zaréwno publicznie dostepnych lub na wtasny uzytek, administracja publiczna nie
moze korzystac ze sprzetu, produktéw i ustug dostarczanych przez dostawcéw wysokiego ryzyka lub dostawcéw
$redniego ryzyka.

Artykut 23 stanowi, ze zgodnie z obowigzkami okreslonymi w poprzednich artykutach strony zobowigzane uwzgledniaja i
stosujg przepisy ustanowione w dekrecie krélewskim z mocg ustawy 7/2022 z dnia 29 marca 2022 r., w ENS5G oraz w
aktach wydanych w celu wykonania obu przepiséw.

Artykut 24 pozwala Ministerstwu Transformacji Cyfrowej zbiera¢ od stron zobowigzanych informacje niezbedne do
zarzgdzania ryzykiem i klasyfikuje nieudzielenie takich informacji w ciagu 15 dni roboczych jako powazne naruszenie.
Informacje te uznaje sie za poufne i nie moga by¢ wykorzystywane do celéw innych niz realizacja celéw i obowigzkéw
okreslonych w dekrecie krélewskim z moca ustawy 7/2022 z dnia 29 marca 2022 r., w ENS5G oraz w aktach wydanych w
celu wykonania obu przepiséw.

Artykut 25 stanowi, ze wszystkie strony zobowigzane, a takze organy administracji publicznej, producenci, importerzy,
dystrybutorzy oraz podmioty, ktére wprowadzajg do obrotu i sprzedajg urzgdzenia korcowe i urzadzenia do podtgczenia
do sieci 5G i $wiadczenia ustug 5G, musza wspdtpracowac i przedktadad informacje wymagane do modyfikacji i wdrozenia
ENS5G.

Artykut 26 stanowi, Zze na mocy rozporzadzenia szefa Ministerstwa Transformacji Cyfrowej korzystanie z okreslonego
sprzetu, systemu, programu lub ustugi moze podlega¢ uprzedniej certyfikacji zgodnie z rozporzgdzeniem Parlamentu
Europejskiego i Rady (UE) 2019/881 z dnia 17 kwietnia 2019 r. w sprawie ENISA (Agencji Unii Europejskiej ds.
Cyberbezpieczenhstwa) oraz certyfikacji cyberbezpieczenstwa w zakresie technologii informacyjno-komunikacyjnych lub
zgodnie z systemami certyfikacji i normami technicznymi dotyczacymi certyfikacji urzadzen i produktéw 5G, ktére moga
zostac zatwierdzone na szczeblu europejskim lub miedzynarodowym.

Artykut 27 stanowi, ze rozporzadzenie stosuje sie bez uszczerbku dla inwestycji zagranicznych i prawa konkurenc;ji.
Artykut 28 dotyczacy urzadzen koncowych stanowi, ze produkcja, import, dystrybucja, wprowadzanie do obrotu i
sprzedaz urzadzen kofncowych i urzadzen do podtaczenia do sieci 5G oraz Swiadczenia ustug 5G uzaleznione sg od
zgodnosci z wymogami bezpieczehstwa produktéw cyfrowych i majgcymi zastosowanie zasadniczymi wymogami
zwigzanymi z cyberbezpieczehstwem, przyjetymi zgodnie z prawodawstwem europejskim, w szczegdlnosci w odniesieniu
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do ochrony danych osobowych, prywatnosci i ochrony przed naduzyciami finansowymi.

Artykut 29 odnosi sie do wspétpracy miedzynarodowej, ktéra ma by¢ rozwijana przez Ministerstwo Transformacji
Cyfrowej, w szczegdlnosci na szczeblu Unii Europejskiej.

Artykut 30 odnosi sie do kompetencji Ministerstwa Transformacji Cyfrowej w zakresie wdrazania ENS5G. Ministerstwo
powinno koordynowac dziatania z innymi organami odpowiedzialnymi za cyberbezpieczenhstwo i infrastrukture krytyczna,
aby zapewni¢ spdjne wdrazanie ENS5G.

Artykut 31 okresla uprawnienia w zakresie wdrazania ENS5G, ktére odpowiadajg Ministerstwu Transformacji Cyfrowej, w
tym na przyktad opracowanie, specyfikacje i doprecyzowanie tresci ENS5G, przeprowadzanie audytdw w celu weryfikacji i
monitorowania przestrzegania natozonych obowigzkéw oraz przyznawania pomocy publicznej.

Artykut 32 przyznaje Ministerstwu Transformacji Cyfrowej wszystkie uprawnienia zwigzane z funkcja kontrolna.

Artykut 33 dotyczacy systemu kar odnosi sie do przepiséw art. 30 i 31 dekretu krélewskiego z mocg ustawy 7/2022 z dnia
29 marca 2022 r.

Zatacznik | opisuje elementy, infrastrukture i zasoby, ktére tworzg sie¢ 5G.

Zatacznik Il zawiera analize ryzyka na szczeblu krajowym.

Zatacznik Ill okresla zarzadzanie ryzykiem na szczeblu krajowym.

9. Komunikacja mobilna piatej generacji, czyli 5G, to nowy paradygmat tgcznosci elektronicznej o duzym potencjale
transformacyjnym z korzyscia dla spoteczenstwa i gospodarki, poniewaz otwiera mozliwos¢ wigczenia nowych funkgji,
ktdére beda miaty duzy wptyw, takich jak obliczenia sieciowe, i umozliwig tworzenie sieci wirtualnych, oferujac niskie
opOznienia i Swiadczgc ustugi o wysokiej wartosci dodanej w obszarach takich jak medycyna, transport i energia.

W zwigzku z tym zaréwno Unia Europejska, jak i Hiszpania promujg szybkie wdrazanie sieci 5G oraz realizacje projektéw
wykazujacych ich przydatnos¢ dla réznych sektoréw poprzez swiadczenie ustug 5G.

Sieci i ustugi 5G majg przewage w zakresie bezpieczenstwa w poréwnaniu z poprzednimi generacjami. Jednakze wiaza sie
z nimi réwniez okreslone ryzyka, wynikajace na przykfad z ich bardziej ztozonej, otwartej i rozproszonej architektury sieci,
a takze z ich zdolnosci do przesytania ogromnych ilosci informacji i umozliwienia jednoczesnej interakcji wielu oséb i
rzeczy. Ich wzajemne powigzania z innymi sieciami oraz ponadnarodowy charakter wielu zagrozeh majg wptyw na ich
bezpieczenstwo, a przewidywalne powszechne wykorzystanie tych sieci do podstawowych funkcji gospodarczych i
spotecznych zwiekszy potencjalny wptyw incydentéw zwigzanych z bezpieczenstwem.

Te nowe szczegdlne ryzyka zwigzane z bezpieczenstwem typowe dla komunikacji mobilnej 5G zostaty uwzglednione w
przepisach dekretu krélewskiego z mocg ustawy 7/2022 z dnia 29 marca 2022 r. w sprawie wymogow majacych zapewnié
bezpieczenstwo sieci i ustug tacznosci elektronicznej pigtej generacji, ktéry w petni uwzglednia zalecenie Komis;ji
Europejskiej (UE) 2019/534 z dnia 26 marca 2019 r. cyberbezpieczenstwo sieci 5G, a takze zalecenia zawarte w
komunikacie Komisji Europejskiej z dnia 29 stycznia 2020 r. bezpieczne wprowadzanie sieci 5G w UE - wdrazanie
unijnego zestawu narzedzi (COM/2020/50 final) skierowanym do pahstw cztonkowskich na temat stosowania tego
zestawu narzedzi.

Wspomniany dekret krélewski z mocg ustawy 7/2022 z dnia 29 marca 2022 r. przewiduje jego rozwdj regulacyjny za
posrednictwem krajowego systemu bezpieczenstwa sieci i ustug 5G (ENS5G).

Zgodnie z art. 5 ust. 3 wspomnianego dekretu krélewskiego z mocg ustawy ENS5G prowadzi kompleksowa analize
bezpieczenstwa sieci i ustug 5G, biorgc pod uwage wktad kazdego podmiotu taficucha wartosci 5G, a takze przepisy,
zalecenia i standardy techniczne Unii Europejskiej, Miedzynarodowego Zwigzku Telekomunikacyjnego (ITU) i innych
organizacji miedzynarodowych, aby zagwarantowac¢ ostateczny cel, jakim jest bezpieczne uzytkowanie i eksploatacja
sieci i ustug 5G w Hiszpanii.

Z kolei art. 20 dekretu krélewskiego z mocg ustawy stanowi, ze w celu zapewnienia nieprzerwanego i bezpiecznego
funkcjonowania sieci i ustug 5G ENS5G przeprowadza na szczeblu krajowym analize ryzyka w zakresie bezpieczenstwa
sieci i ustug 5G oraz identyfikuje, okresla i opracowuje srodki majgce na celu ograniczenie analizowanych ryzyk i
zarzadzanie nimi.

Wreszcie, zgodnie z art. 21 dekretu krélewskiego z moca ustawy ENS5G jest zatwierdzany przez rzad dekretem
krélewskim na wniosek Ministerstwa Transformacji Cyfrowej, na podstawie sprawozdania Rady Bezpieczenstwa
Narodowego.

Niniejsze rozporzadzenie zatwierdza ENS5G, rozwijajgc przepisy dekretu krélewskiego z moca ustawy 7/2022 z dnia

29 marca 2022 r. w sprawie wymogdw majacych zapewni¢ bezpieczenstwo sieci i ustug tgcznosci elektronicznej piate;j
generacji.
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10. Odniesienia do tekstéw podstawowych:
11. Nie

12.

13. Nie

14. Nie

15. Tak

16.
Aspekty TBT: Nie

Aspekty SPS: Nie
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