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fis-17 ta’ November 2018
Ir-regolamenti u l-parir ġenerali tal-Awtorità Żvediża tal-Logħob tal-Azzard dwar ir-rekwiżiti tekniċi għal magni bit-tokens u logħob tal-każinò awtomatizzat kif ukoll l-akkreditazzjoni tal-korpi biex jispezzjonaw, jittestjaw u jiċċertifikaw magni bit-tokens u logħob tal-każinò awtomatizzat;
adottati fid-19 ta’ Settembru 2018.
Bis-saħħa tal-Kapitolu 16, l-§ 8, punti 3-4; l-§ 9; u l-§ 11, punti 1-2 tal-Ordinanza dwar il-Logħob tal-Azzard (2018:1475), l-Awtorità Żvediża tal-Logħob tal-Azzard tistabbilixxi
 dan li ġej, u tadotta l-parir ġenerali li ġej.
Kapitolu 1 Kamp ta’ applikazzjoni u terminoloġija
§ 1 Dawn ir-Regolamenti u l-parir ġenerali japplikaw għal applikanti għal akkreditazzjoni biex jispezzjonaw, jittestjaw, u jiċċertifikaw magni bit-tokens u logħob tal-każinò awtomatizzat u għal applikanti għal liċenzji biex jipprovdu logħob tal-azzard fuq magni bit-tokens u logħob tal-każinò awtomatizzat skont il-Kapitolu 5, l-§ 1 tal-Att dwar il-Logħob tal-Azzard (2018:1138) kif ukoll dawk li għandhom liċenzja għal dawn l-attivitajiet.
Għall-għanijiet ta’dawn ir-Regolamenti, il-magni bit-tokens jinkludu wkoll logħob tal-każinò awtomatizzat.
§ 2 Sakemm ma jiġix speċifikat mod ieħor, it-terminoloġija u l-ismijiet użati f’dawn ir-Regolamenti għandhom l-istess tifsira bħal dawk fl-Att dwar il-Logħob tal-Azzard (2018:1138) u l-Ordinanza dwar il-Logħob tal-Azzard (2018:1475).
Id-definizzjonijiet li ġejjin japplikaw f’dawn ir-Regolamenti u fil-parir ġenerali
1. checksum: numri mehmużin ma’ diskors jew messaġġ sabiex b’hekk l-alterazzjonijiet u l-iżbalji jkunu jistgħu jiġu skoperti u kkalkolati bi proċedura matematika speċifika, 

2. riċevitur ta’ mħatri bil-flus: qarrej għall-kontijiet, ċertifikati ta’ valur jew għal tipi oħra ta’ ħlas għal imħatri bil-flus,

3. tagħbija massima: hija ddefinita mid-detentur ta’ liċenzja ċċertifikat u tirreferi għall-punt li fih is-sistema tal-logħob tal-azzard tirrifjuta b’mod awtomatiku mħatri bil-flus mingħand ġugaturi,

4. logħob tal-azzard progressiv: logħob fejn il-ħlas jiżdied b’mod lineari meta mqabbel ma’ imħatri bil-flus li jintlagħbu mill-ġugatur,

5. ġeneratur ta’ numru każwali: algoritmu jew unità fiżika maħsuba biex jiġġeneraw sekwenza ta’ elementi (ta’ spiss numri) li għandhom ċerti karatteristiċi statistiċi komuni ma’ sekwenzi numeriċi li l-okkorrenza tagħhom tkun purament każwali skont distribuzzjoni tal-probabbiltà partikolari,

6. UTC: Ħin Universali Koordinat (UTC). L-UTC fl-Iżvezja, magħruf bħala UTC (SP), huwa rrappreżentat fid-Dipartiment tal-Ħin BIPM f’Pariġi u jiġi ttrasferit b’mod sigur u ggarantit lejn RISE, l-Istituti ta’ Riċerka tal-Iżvezja - is-sieħeb tal-Iżvezja fir-riċerka u l-innovazzjoni għan-negozju u s-soċjetà, f’Borås, u

7. pool ta’ premjijiet: il-flus kollha tal-imħatri jew partijiet minnhom li jintlagħbu minn ġugaturi skont ir-regoli tal-logħob tal-azzard tat-tip ta’ logħba inkwistjoni u fejn id-detentur ta’ liċenzja jżomm dawn l-imħatri bil-flus li jintlagħbu sakemm l-ammont sħiħ jew parti minn din is-somma jiġu ddistribwiti; dan jista’ jkun, pereżempju, jackpot, logħba tal-pool jew jackpot iddistribwit. 

Kapitolu 2 Spezzjoni, ittestjar u ċertifikazzjoni

§ 1 Il-parti li tapplika għal liċenzja biex tipprovdi logħob tal-azzard fuq magni bit-tokens għandha tikkuntattja korp akkreditat għal spezzjoni, ittestjar u ċertifikazzjoni. 

Id-dispożizzjonijiet dwar l-akkreditazzjoni, li titwettaq mill-Bord Żvediż għall-Akkreditazzjoni u l-Valutazzjoni tal-Konformità, huma disponibbli fl-Att (2011:791) dwar l-akkreditazzjoni u l-valutazzjoni ta’ konformità.

Parir ġenerali: 

Jekk l-applikant jew il-fornitur ta’ servizzi f’isem l-applikant huwa ċċertifikat rigward l-ISO/IEC 27001:2014 kurrenti, ir-rekwiżiti tal-Kapitoli 4-6 ta’ dan ir-Regolament jistgħu jintlaħqu. 

Ċertifikat ISO/IEC 27001:2014 validu, dikjarazzjoni ta’ applikabbiltà
 u valutazzjoni tar-riskji ddokumentata għandhom ikunu disponibbli għall-korp akkreditat għall-evalwazzjoni.

§ 2 Il-parti li tapplika għal liċenzja għandha tissottometti dokumentazzjoni għall-ispezzjoni, l-ittestjar u ċ-ċertifikazzjoni mwettqin lill-Awtorità Żvediża tal-Logħob tal-Azzard.
Ir-rapport għandu jindika b’mod ċar il-metodi ta’ evalwazzjoni użati fil-proċessi ta’ spezzjonijiet, ittestjar u ċertifikazzjoni.

Sabiex jiġi żgurat li l-korp tal-akkreditazzjoni jikkonforma mar-rekwiżiti kollha tal-Kapitolu 3, għandhom jiġu mehmużin iċ-ċertifikati maħruġin u dokumentazzjoni oħra għan-negozju.

§ 3 Il-protokolli ta’ spezzjoni, ittestjar u ċertifikazzjoni għandhom jiġġeddu mill-inqas kull tnax-il xahar. 
Jekk il-korp tal-akkreditazzjoni jsib xi difett jew żball fl-amministrazzjoni minn jum għal jum li jkunu rilevanti għal-liċenzja, id-detentur ta’ liċenzja għandu minnufih jinnotifika lill-Awtorità Żvediża tal-Logħob tal-Azzard.

Id-detentur ta’ liċenzja għandu minnufih jinnotifika lill-Awtorità Żvediża tal-Logħob tal-Azzard jekk korp taċ-ċertifikazzjoni jirrevoka ċ-ċertifikat tiegħu. 

Kapitolu 3 Korpi akkreditati

Kamp ta’ applikazzjoni

§ 1 Il-proċess akkreditat għandu jinkludi sigurtà ta’ informazzjoni, spezzjoni, ittestjar u ċertifikazzjoni kif ukoll analiżi tar-riskju u tal-vulnerabbiltà. 

Rekwiżiti ta’ eliġibbiltà għall-korp akkreditat

§ 2 L-applikant għal akkreditazzjoni għandu jkollu esperjenza fil-ħidma b’sistemi tal-immaniġġjar għas-sigurtà tal-informazzjoni, spezzjoni, ittestjar, ċertifikazzjoni u analiżi tar-riskju u tal-vulnerabbiltà. 

Parir ġenerali:

Esperjenza tfisser mill-inqas tliet snin esperjenza fl-ittestjar u l-evalwazzjoni tas-sistemi tal-immaniġġjar tas-sigurtà tal-informazzjoni, mill-inqas sentejn esperjenza fl-analiżi tar-riskju u l-vulnerabbiltà, jew esperjenza ekwivalenti.

Rekwiżiti ta’ eliġibbiltà għall-persunal tal-korp akkreditat

§ 3 L-ispezzjonijiet, l-ittestjar u ċ-ċertifikazzjoni għandhom jitwettqu minn persunal b’taħriġ adegwat u ddokumentat.

Irid ikun preżenti persunal li jkollu mill-inqas ħames snin esperjenza fl-ispezzjoni u l-ittestjar ta’ sistemi ta’ logħob tal-azzard, attivitajiet ta’ logħob tal-azzard u magni bit-tokens, jew esperjenza ekwivalenti.

Irid ikun preżenti persunal li jkollu mill-inqas ħames snin esperjenza f’xogħol li jikkonċerna r-riskju u l-vulnerabbiltà, jew esperjenza ekwivalenti. 

Esperjenza u kompetenza allegati jridu jiġu sostnuti b’ċertifikat jew simili. 

Parir ġenerali:

Taħriġ adegwat u rilevanti jista’ jkun ikkostitwit ukoll minn kwalifiki oħrajn li jindikaw li l-persunal ikun akkwista kompetenza suffiċjenti għall-kompitu jew kompiti. 

Għax-xogħol b’ġeneraturi ta’ numru każwali u tagħmir ieħor tat-tlugħ, is-superviżuri responsabbli għandu jkollhom lawrja master jew dottorat fil-matematika, l-istatistika jew taħriġ ieħor rilevanti għall-inkarigu.

Dawn il-kwalifiki għandhom jiġu ddokumentati bl-istess mod bħal edukazzjoni oħra u, għal xogħol ta’ sigurtà tal-informazzjoni, jistgħu jiġu ċċertifikati skont:

– Konsorzju Internazzjonali ta’ Ċertifikazzjoni tas-Sigurtà ta’ Sistemi ta’ Informazzjoni (ISC)2 Ħaddiema Ċċertifikati tas-Sigurtà ta’ Sistemi ta’ Informazzjoni (CISSP),

– Industrija tal-karti tal-ħlas (PCI) Assessur Ikkwalifikat tas-Sigurtà (QSA); jew

– Assoċjazzjoni tal-Verifika u l-Kontroll ta’ Sistema ta’ Informazzjoni (ISACA) Awditur Iċċertifikat ta’ Sistema ta’ Informazzjoni (CISA)

Għal xogħol b’analiżi tar-riskju u tal-vulnerabbiltà, jistgħu jkunu applikabbli ċ-ċertifikazzjonijiet li ġejjin:

– Kunsill Internazzjonali tal-Kummerċ Elettroniku (KE-Kunsill) Hacker Etiku Ċċertifikat (CEH),

– Tester Illiċenzjat tal-Penetrazzjoni tal-Kunsill tal-KE (LPT),

– Bord ta’ Reviżjoni taċ-Ċertifikazzjoni tal-Assigurazzjoni tal-Informazzjoni (IACRB) Tester Iċċertifikat tal-Penetrazzjoni (CPT),

– Ċertifikazzjoni Globali tal-Assigurazzjoni tal-Informazzjoni (GIAC) Tester Iċċertifikat tal-Penetrazzjoni (GPEN),

– Kap tat-Tim CESG CHECK,

– Membru tat-Tim CESG CHECK,

– Ċertifikazzjoni tal-Infrastruttura CREST,

– Tester Irreġistrat tal-CREST,

– Tester ta’ Livell Għoli tas-Sigurtà tal-Iskema Tiger, jew

– Tester Ikkwalifikat tas-Sigurtà tal-Iskema Tiger.

L-ispezzjoni, l-ittestjar u ċ-ċertifikazzjoni jistgħu jitwettqu minn persunal li b’mod kollettiv jilħaq ir-rekwiżiti stabbiliti. 

Kapitolu 4 Is-sigurtà tal-informazzjoni tad-detentur ta’ liċenzja

Protezzjoni tal-informazzjoni

§ 1 Informazzjoni importanti għandha tiġi protetta kontra intrużjoni fiżika u loġika u influwenzi esterni oħrajn, waqt li jiġi żgurat li l-informazzjoni hija disponibbli meta tkun meħtieġa.
Amministrazzjoni tal-persunal

§ 2 Għandu jkun hemm politika u proċeduri biex tiġi rregolata l-eliġibbiltà tal-impjegati għal sistemi tal-logħob tal-azzard.
Il-politika korrispondenti, l-istabbiliment ta’ termini ta’ eliġibbiltà u l-proċeduri skont l-ewwel paragrafu għandhom ikunu disponibbli għal persuni oħrajn li jeħtieġu l-eliġibbiltà għal sistemi tal-logħob tal-azzard.

Il-politiki u l-proċeduri għandhom jiġu ddokumentati u aġġornati fuq bażi regolari.

Parir ġenerali:

Politika bil-proċeduri assoċjati għandha tinkludi

1. deskrizzjonijiet dettaljati tal-impjiegi għal kull impjegat,

2. rekwiżiti ta’ eliġibbiltà tal-informazzjoni għad-dmirijiet,

3. b’liema mod it-tibdil fid-deskrizzjoni tal-impjieg jista’ jiġi rifless ukoll fl-awtorizzazzjoni dwar liema informazzjoni għandha tkun aċċessibbli għall-impjegat, u
4. deskrizzjoni tal-passi meħuda jekk l-impjieg jintemm.
Restrizzjonijiet ta’ aċċess

§ 3 Sistemi tal-logħob tal-azzard iridu jkunu jinsabu fi spazju adattat għall-għan.
Fis-siti kollha ta’ aċċess, jew siti simili, għall-post fejn sistemi tal-logħob tal-azzard jiġu mmaniġġjati jew maħżuna, għandu jkun hemm persunal tal-monitoraġġ jew tagħmir tekniku biex jikkontrolla l-aċċess, jew f'kombinament tat-tnejn li huma.

Il-punt sa fejn jasal il-kontroll tal-aċċess irid jiġi adattat għad-dispożizzjonijiet dwar ix-xogħol ta’ riskju u vulnerabbiltà fil-Kapitolu 5.

Il-kards, il-kodiċijiet u ċ-ċwievet għall-ispazji fejn jiġu mmaniġġjati jew maħżuna s-sistemi ta’ logħob tal-azzard għandhom jiġu kkontrollati sabiex b’hekk persuni mhux awtorizzati ma jkollhomx aċċess għalihom.

Parir ġenerali:

Spazju adattat għal dan l-għanjista’ jikkonsisti minn kamra waħda jew aktar.

Jew b’mod simili, jista’ jikkonsisti minn, eż. fetħa li għandha tinfetaħ għall-aċċess għal sistema tal-logħob tal-azzard.
§ 4 Is-sistemi operattivi u tal-ittestjar għandhom jinżammu separati b’mod loġiku.
Awtentikazzjoni

§ 5 Sistemi tal-logħob tal-azzard għandhom ikunu mgħammra b’miżuri tekniċi u amministrattivi għall-identifikazzjoni tal-utent, l-eliġibbiltà tal-utent għas-sistemi u r-reġistrazzjoni tal-attivitajiet tal-utent.
L-aċċess kollu għas-sistemi ta’ logħob tal-azzard għandu jiġi rreġistrat.

Il-kodiċijiet, il-passwords jew l-ekwivalenti relatati mas-sistemi ta’ logħob tal-azzard huma personali u m’għandhomx jintwerew jew jiġi żvelati lil persuni oħrajn u għandhom jingħataw protezzjoni ta’ sigurtà adattata għall-informazzjoni.
§ 6 Sistemi tal-logħob tal-azzard għandhom jirreġistraw kontinwament l-identità tal-utent, id-data u l-ħin tal-illoggjar fi u barra mis-sistema kif ukoll attivitajiet oħrajn li mod ieħor ikunu rilevanti għas-sigurtà tal-informazzjoni.
§ 7 L-avvenimenti lil hinn mit-tagħmir tekniku li jaffettwaw sistemi tal-logħob tal-azzard għandhom jiġu rreġistrati.
Parir ġenerali:

Nirien u ħsara bl-ilma huma eżempji ta’ avvenimenti bħal dawn lil hinn mit-tagħmir tekniku li jaffettwaw sistemi tal-logħob tal-azzard.

Immaniġġjar tal-komunikazzjoni u l-operazzjonijiet

§ 8 Sistemi tal-logħob tal-azzard għandhom ikunu kapaċi jintfew b’mod sigur fl-eventwalità ta’ interferenza jew interruzzjoni fil-provvista tal-elettriku jew tal-komunikazzjoni.
Irid ikun hemm sistemi tal-enerġija elettrika ta’ backupbiex jiġu żgurati l-integrità tad-data, l-istorja tar-reġistrazzjonijiet u l-informazzjoni ta’ backup. 

§ 9 Sistemi tal-logħob tal-azzard għandhom jirreġistraw it-tentattivi kollha ta’ aċċess mhux awtorizzat għas-sistema tal-logħob tal-azzard u avvenimenti oħrajn u għandha toħloq rapporti dwar l-avvenimenti bir-reġistrazzjoni tal-ħin.
§ 10 Sistemi tal-logħob tal-azzard iridu jiġu protetti minn intrużjoni mhux awtorizzata u l-introduzzjoni ta’ kodiċi mhux awtorizzat u malizzjuż. 
Sistemi tal-logħob tal-azzard għandu jkollhom element ta’ detezzjoni ta’ kodiċi malizzjuż.

Għandu jkun hemm proċeduri ddokumentati għall-aġġornament tal-protezzjoni kontra kodiċi mhux awtorizzat u malizzjuż.

§ 11 It-tibdil kollu fis-sistema skont il-Kapitolu 6 u diskrepanzi oħrajn f’sistemi tal-logħob tal-azzard għandhom jiġu mmonitorjati u rreġistrati.
§ 12 Data f’sistema tal-logħob tal-azzard għandu jsirilha backup mill-inqas darba kuljum.
Għandu jiġi żgurat li s-sistemi jkunu jistgħu jiġu rrestawrati mill-ħin tal-backup sal-ħin ta’ interruzzjoni possibbli. 

§ 13 Għal dan il-għan, sistemi tal-logħob tal-azzard iridu jiġu mgħammra b’firewall.
Il-firewalls għandhom jiġu stabbiliti b’tali mod li apparati oħrajn fl-istess netwerk ma jkunux jistgħu joħolqu passaġġi alternattivi ta’ netwerk.

L-eliġibbiltà tal-firewall għandha tiġi ddokumentata f’deskrizzjonijiet stabbiliti tax-xogħol u l-kompetenzi.

L-aċċess għal firewall għandu jiġi rreġistrat.

L-inċidenti kollha li jaffettwaw jew għandhom l-għan li jaffettwaw il-firewalls għandhom jiġu rreġistrati.

§ 14 L-informazzjoni għandha tinħażen u tiġi trażmessa b’mod sigur. 
Jekk jintużaw netwerks pubbliċi għat-trażmissjoni ta’ informazzjoni, l-informazzjoni għandha tiġi kriptata, u s-sottosistemi separati għandhom jivverifikaw it-trażmissjoni u r-riċezzjoni u jkunu protetti minn trażmissjoni mhux kompluta, intereferenza u kkupjar u t-trażmissjonita’ messaġġi ta’ tweġiba mhux awtorizzati.

§ 15 Għandu jkun hemm proċeduri ddokumentati għall-immaniġġjar ta’ midja tad-data li tista’ titneħħa. 
§ 16 L-elementi meħtieġa għall-installazzjoni ta’ softwer ġdid biss għandhom jiġu permessi. 
Il-manutenzjoni u l-aġġornament ta’ applikazzjonijiet f’sistema tal-logħob tal-azzard għandhom isiru b’mod sigur u kkontrollat.

§ 17 Is-softwer għandu jkun identifikabbli b’ismu u n-numru tal-verżjoni tiegħu.
Il-kodiċi tal-programmazzjoni tas-sistemi tal-logħob tal-azzard irid jinkludi kummenti li jispjegaw il-funzjoni tal-kodiċi.

Il-ħżin ta’ data rreġistrata, avvenimenti u reġistri

§ 18 Id-data rreġistrata, l-avvenimenti u r-reġistri għandhom jinħażnu skont il-Kapitolu 16, l-§ 5 tal-Att dwar il-Logħob tal-Azzard (2018:1138) u jinżammu fi stat mhux alterat, u għandhom jiġu protetti kontra intrużjoni illegali. 
L-informazzjoni rreġistrata skont l-§ 13, it-tielet paragrafu għandha tinħażen għal mill-inqas tliet xhur.

Referenza tal-ħin

§ 19 Sistemi tal-logħob tal-azzard għandhom jirreġistraw il-ħin.
Il-kompiti, l-avvenimenti u r-reġistri kollha għandhom jiġu rreġistrati f’ħin reali. 

L-UTC għandu jintuża bħala s-sistema ta’ referenza tal-ħin.

Kapitolu 5 Ix-xogħol ta’ riskju u vulnerabbiltà tad-detentur ta’ liċenzja

§ 1 Id-detentur ta’ liċenzja għandu jwettaq analiżi tar-riskju u l-vulnerabbiltà u jidentifika u jiddokumenta b’mod sistematiku l-assi ta’ informazzjoni tas-sistemi tal-logħob tal-azzard f’lista.
Fil-proċess, għandha tiġi kkunsidrata d-dipendenza tan-negozju fuq negozji oħrajn.

L-għażla tal-metodoloġija tal-analiżi tar-riskju u l-vulnerabbiltà għandha tiġi ddokumentata. 

Parir ġenerali:

ISO 31000:2009 huwa gwida li jinkludi prinċipji u linji gwidi ġenerali għall-ġestjoni tar-riskju.

Analiżi tar-riskju u l-vulnerabbiltà u lista skont l-§ 1 jistgħu jinkludu l-elementi li ġejjin:

1. l-identifikazzjoni tal-assi tal-informazzjoni li dejjem għandhom ikunu protetti/jaħdmu (X’għandu jiġi protett?),

2. l-identifikazzjoni ta’ sorsi ta’ riskju li jistgħu jaffettwaw/jheddu assi ta’ informazzjoni identifikati (X’jista’ jiġri?)

3. analiżi tar-riskju (X’inhi l-probabbiltà u liema huma l-konsegwenzi jekk isseħħ?),

4. il-valutazzjoni tar-riskju biex jiġi vvalutat liema wieħed mis-sorsi ta’ riskju identifikati għandu jiġi pproċessat aktar u liema miżuri għandhom jittieħdu għar-riskji identifikati, 

5. il-valutazzjoni tal-ħila li jinżammu u jiġu mmaniġġjati s-sorsi ta’ riskju identifikati, u

6. l-ġestjoni tar-riskju permezz tal-identifikazzjoni u l-prijoritizzazzjoni ta’ azzjonijiet abbażi tar-riżultati tal-analiżi.

§ 2 Għal kull assi ta’ informazzjoni fil-lista, trid tiġi pprovduta l-informazzjoni li ġejja
1. definizzjoni tal-assi ta’ informazzjoni,

2. numru uniku ta’ identifikazzjoni,

3. numru tal-verżjoni,

4. marki ta’ identifikazzjoni għall-assi ta’ informazzjoni,

5. dawk li jieħdu d-deċiżjonijiet u li għandhom id-dritt li jiddeċiedu dwar tibdil għall-assi ta’ informazzjoni,

6. valutazzjoni interna tar-riskju,

7. checksum tal-integrità għall-assi ta’ informazzjoni kklassifikati skont l-§ 3, it-tieni paragrafu 2-3, u 

8. it-tqassim ġeografiku tal-assi fiżiċi ta’ informazzjoni.

§ 3 Kull assi ta’ informazzjoni ddefinit skont l-§ 2 għandu jiġi kklassifikat abbażi tal-erba’ kriterji li ġejjin:
1. informazzjoni dwar il-ġugaturi (jekk teżisti) - informazzjoni li huwa vijabbli li tiġi protetta,

2. l-integrità tas-sistema tal-logħob tal-azzard,

3. id-disponibbiltà ta’ informazzjoni dwar il-ġugaturi, jew

4. traċċabbiltà.

Kull klassifikazzjoni għandha tiġi vvalutata kif ġej:

1. l-ebda rilevanza (l-assi ta’ informazzjoni mhijiex rilevanti għall-kriterji fil-punti 1-4 rispettivament tal-ewwel paragrafu),

2. xi rilevanza (l-assi ta’ informazzjoni tista’ tkun rilevanti għall-kriterji fil-punti 1-4 rispettivament tal-ewwel paragrafu), jew

3. rilevanza għolja (il-kriterji fil-punti 1-4 rispettivament tal-ewwel paragrafu huma dipendenti fuq l-assi ta’ informazzjoni).

Parir ġenerali:

In-nuqqas ta’ rilevanza u d-disponibbiltà tal-informazzjoni jistgħu jiġu affettwati skont jekk tintużax, il-virtwalizzazzjoni, pereżempju s-servizzi ta’ cloud, u kif tintuża fis-sistemi tal-logħob tal-azzard. Metodi differenti ta’ virtwalizzazzjoni jistgħu jwasslu għal bidla fil-klassifikazzjoni ta’ assi ta’ informazzjoni. Id-detentur ta’ liċenzja għandu jagħti attenzjoni dwar kif il-klassifikazzjoni ta’ assi ta’ informazzjoni ta’ ħardwer tiġi affettwata u tista’ tinbidel skont l-għażla jew l-iżvilupp ta’ virtwalizzazzjoni interna jew esterna.

Jekk jintuża fornitur estern ta’ servizz ta’ cloud, għandu jiġi żgurat li l-fornitur jilħaq ir-rekwiżiti tar-Regolamenti.

§ 4 Id-detentur ta’ liċenzja għandu jaħtar persuna responsabbli li tieħu d-deċiżjonijiet għal xogħol ta’ analiżi tar-riskju u l-vulnerabbiltà u l-ġestjoni ta’ informazzjoni u inċidenti emerġenti f’dan il-kapitolu.
Għandu jkun hemm proċeduri ddokumentati għall-monitoraġġ, id-detezzjoni, l-analiżi, l-immaniġġjar u r-rappurtar kif ukoll bħala reġistrazzjoni tas-sigurtà u inċidenti tas-sigurtà tal-informazzjoni.

§ 5 Għandu jkun hemm funzjoni u proċeduri ddokumentati għall-immaniġġjar ta’ intrużjonijiet u tentattivi ta’ intrużjonijiet fis-sistemi tal-logħob tal-azzard.
L-intrużjonijiet u t-tentattivi ta’ intrużjonijiet kollha fis-sistemi ta’ logħob tal-azzard għandhom jiġu rreġistrati.

Kapitolu 6 Tibdil tas-sistema tad-detentur ta’ liċenzja

§ 1 Għandu jkun hemm proċess iddokumentat għall-ġestjoni ta’ verżjoni u sistema ta’ ġestjoni ta’ verżjoni għall-aġġornamenti jew l-alterazzjonijiet tal-assi ta’ informazzjoni elenkati f’lista skont il-Kapitolu 5, l-§ 2.
§ 2 L-aġġornamenti jew it-tibdil ta’ assi ta’ informazzjoni kklassifikati bħala kritiċi u b’rilevanza għolja skont il-Kapitolu 5, l-§ 3, it-tieni paragrafu 3 għandhom jiġu eżaminati mingħajr dewmien minn korp akkreditat.
L-aġġornamenti jew it-tibdil ta’ assi ta’ informazzjoni kklassifikati bħala ta’ ċertu rilevanza skont il-Kapitolu 5, l-§ 3, it-tieni paragrafu 2 għandhom jiġu eżaminati b’rabta mal-proċess ordinarju ta’ ċertifikazzjoni skont il-Kapitolu 2, l-§ 3, l-ewwel paragrafu.

§ 3 Jekk teżisti funzjoni interna li timmaniġġja l-assigurazzjoni tal-kwalità rigward l-aġġornamenti jew it-tibdil ta’ assi ta’ informazzjoni, il-korp akkreditat jista’ japprova tibdil mingħajr eżaminazzjoni skont l-§ 2, l-ewwel paragrafu, jekk
1. il-funzjoni hija separata b’mod organizzattiv mill-funzjoni li timplimenta aġġornamenti jew tibdil u

2. il-funzjoni jkollha persunal b’taħriġ u esperjenza adegwati.

L-aġġornamenti jew it-tibdil ta’ assi ta’ informazzjoni skont l-ewwel paragrafu għandhom jiġu eżaminati b’rabta mal-proċess ta’ ċertifikazzjoni ordinarju skont il-Kapitolu 2, l-§ 3, l-ewwel paragrafu.

§ 4 Meta jiġu aġġornati jew jinbidlu assi ta’ informazzjoni skont l-§ 1, għandha titwettaq analiżi tar-riskju u l-vulnerabbiltà.
§ 5 Għandu jkun hemm persuna ddeżinjata biex tieħu deċiżjonijiet li tkun responsabbli għal kull aġġornament jew bidla ta’ assi ta’ informazzjoni u biex tiddeċiedi dwarhom.
§ 6 Sistema ta’ ġestjoni ta’ verżjoni għandha tinkludi informazzjoni dwar talbiet għal tibdil, l-approvazzjoni ta’ tibdil u tibdil magħmul fl-assi ta’ informazzjoni.
Il-verżjonijiet preċedenti ta’ assi tal-informazzjoni jinħażnu u jinżammu disponibbli għal eżaminazzjoni.

Parir ġenerali:

Il-verżjonijiet aktar bikrin ta’ assi ta’ informazzjoni fil-forma ta’ ħardwer jistgħu jinqerdu.

Kapitolu 7 Magni bit-tokens

Konnessjoni, identifikazzjoni u tqegħid ta’ magna bit-tokens

§ 1 Magna bit-tokens għandha tiġi konnessa ma’ sistema tal-logħob tal-azzard.
Magna bit-tokens trid tkun identifikabbli mis-sistema tal-logħob tal-azzard. 

Jekk ma tkunx tista’ titwettaq identifikazzjoni meta l-magna bit-tokens tkun konnessa mas-sistema tal-logħob tal-azzard, il-magna bit-tokens trid titqiegħed f’kundizzjoni li fiha ma jkunx jista’ jsir logħob fuqha.

§ 2 Magna bit-tokens għandu jkollha identità unika.
Magna bit-tokens għandha tikkonsisti minn mill-inqas dan li ġej

1. unità ta’ loġika b’softwer għall-kontroll tal-komunikazzjoni,

2. softwer bi grafika jew ekwivalenti,

3. riċevitur ta’ mħatri bil-flus jew ekwivalenti, u

4. stampatur jew ekwivalenti.

§ 3 L-unitajiet differenti ta’ magna bit-tokens għandhom jitqiegħdu fi spazji adattati għall-għan speċifiku.
Għandu jkun hemm proċeduri ddokumentati għal min ikollu aċċess għall-partijiet differenti ta’ magna bit-tokens.

L-aċċess għall-partijiet differenti ta’ magna bit-tokens għandu jiġi rreġistrat skont il-ħin u jintbagħat lis-sistema tal-logħob tal-azzard.

Protezzjoni ta’ magna bit-tokens

§ 4 Il-magni bit-tokens għandhom jiġu protetti kontra intrużjoni fiżika u loġika u influwenzi esterni oħrajn u għandu jiġi żgurat li l-informazzjoni tkun disponibbli meta jkun meħtieġ.
Imħatri u ħlas ta’ flus

§ 5 L-imħatri bil-flus għandhom isiru fi kronor Żvediżi u l-ġugatur irid ikun kapaċi jindika b’mod attiv l-imħatra tiegħu.
Il-magni bit-tokens li ma jkunux jinsabu f’każinò għandu jkollhom funzjoni li biha l-ġugatur ikun jista’ faċilment jistabbilixxi limitu ta’ telf skont il-Kapitolu 14, l-§ 7 tal-Att dwar il-Logħob tal-Azzard (2018:1138). 

Il-magni bit-tokens li ma jitqiegħdux f’każinò għandu jkollhom funzjoni li biha l-ġugatur ikun jista’ faċilment jillimita l-ħin ta’ login tiegħu. 

§ 6 Magna bit-tokens trid tikkonforma mar-rekwiżiti dwar l-imħatri bil-flus massimi permessi kif speċifikat fil-Kapitolu 3, l-§ 5, it-tieni paragrafu, u l-§ 8 tal-Ordinanza dwar il-Logħob tal-Azzard (2018:1475).
Il-magni bit-tokens għandhom juru b’mod ċar id-depożitu, l-ammont ta’ flus li jintlagħab fl-imħatra u r-rebħ.

Il-magni bit-tokens li ma jkunux jinsabu f’każinò, minbarra t-tieni paragrafu, għandhom juru wkoll it-telf.

§ 7 Il-ġugaturi għandhom ikunu kapaċi jitħallsu dak dovut lilhom fi kwalunkwe ħin.
Ir-riċevitur tal-imħatri bil-flus

§ 8 Riċevitur ta’ mħatri bil-flus għandu jkollu funzjoni li tipprevjeni l-input ta’ mħatri meta l-magna bit-tokens ma tkunx qiegħda taħdem jew tkun diżattivata.
Il-funzjonament ta’ riċevitur ta’ mħatri bil-flus għandu jiġi ttestjata mal-installazzjoni tal-magna bit-tokens u mar-risettjar minn modalità ta’ ħsara li kellha impatt dirett fuq il-funzjonament tar-riċevitur tal-imħatra bil-flus jew li involviet l-installazzjoni mill-ġdid jew il-konfigurazzjoni ta’ softwer tal-logħob tal-azzard.

Logħob tal-azzard progressiv

§ 9 Magna bit-tokens użata f’logħob tal-azzard progressiv għandha tkun konnessa mas-sistema tal-logħob tal-azzard li tikkalkola u turi l-ammont kurrenti li jkollu jitħallas lill-ġugatur.
Jekk magni bit-tokens multipli jkunu konnessi ma’ xulxin, kull magna bit-tokens għandu jkollha l-istess kundizzjonijiet għall-pool ta’ premjijiet progressiv.

§ 10 Fil-logħob tal-azzard progressiv
1. it-tagħmir kollu tal-logħob tal-azzard użat fil-logħob tal-azzard progressiv għandu jiġi mmonitorjat,

2. l-imħatri bil-flus kollha fil-logħob tal-azzard progressiv għandhom jiġu rreġistrati,

3. l-imħatri bil-flus kollha fil-logħob tal-azzard progressiv għandhom jiġu mmultiplikati bil-fattur ta’ progressjoni pprogrammat minn qabel biex jiġi ddeterminat l-ammont tal-pool ta’ premjijiet progressivi, u

4. id-data kollha tal-ikklerjar fil-logħob tal-azzard progressiv għandha tiġi trażmessa lejn is-sistema tal-logħob tal-azzard f’ħin reali.

Għandu jkun hemm funzjoni għar-reġistrazzjoni u l-wiri tal-avvenimenti li ġejjin għal mill-inqas 90 jum

1. in-numru ta’ pools ta’ premjijiet progressivi f’kull livell ta’ rebħ,

2. l-ammont totali mħallas f’kull livell ta’ rebħ fil-logħob tal-azzard progressiv,

3. l-ogħla ammont progressiv imħallas f’kull livell ta’ rebħ fil-logħob tal-azzard progressiv,

4. l-ammont minimu jew ammont ta’ rkupru għall-ħlas ta’ logħob tal-azzard progressiv f’kull livell ta’ rebħ, u 

5. il-fattur ta’ progressjoni għal kull livell ta’ rebħ.

L-immaniġġjar tal-iżbalji u d-difetti

§ 11 Jekk iseħħu żbalji jew żbalji ta’ komunikazzjoni ta’ ħardwer jew softwer jew magna bit-tokens li ma titqiegħedx f’każinò ma tkunx tista’ tistampa ċertifikat ta’ valur, il-magna bit-tokens trid tiġi diżattivata.
L-immaniġġjar ta’ magni bit-tokens

§ 12 Magna bit-tokens għandha tiġi rreġistrata.
Ir-reġistru għandu jinkludi informazzjoni dwar il-manifattur u n-numru tal-identità ta’ magna bit-tokens, it-tqegħid ta’ magna bit-tokens kif ukoll informazzjoni dwar il-miżuri u l-ħin tal-azzjonijiet imwettqa fuq magna bit-tokens.

Ir-reġistru għandu jinkludi wkoll informazzjoni dwar serq bi żgass u serq ta’ magna bit-tokens sħiħa jew partijiet minnha.

§ 13 Jekk magna bit-tokens tiġi mċaqalqa minn post wieħed għal post differenti, ir-reġistrazzjoni għandha tiġi aġġornata.
Kapitolu 8 Funzjonijiet tal-amministrazzjoni tad-detentur ta’ liċenzja ta’ logħob tal-azzard fuq magni bit-tokens

§ 1 Għal magna bit-tokens li ma tkunx tinsab f’każinò, is-sistema tal-logħob tal-azzard għandu jkollha element li jirreġistra ġugatur għal logħob tal-azzard.
Il-verifika tal-awtorizzazzjoni tal-ġugatur biex jilgħab fuq magna bit-tokens li ma tkunx tinsab f’każinò għandha titwettaq permezz ta’ kodiċi ta’ awtorizzazzjoni personali u uniku, jew b’mezzi simili.

Parir ġenerali:

Wara r-reġistrazzjoni tal-bidu, meta l-Att dwar il-Logħob tal-Azzard ikun jeħtieġ verifika tal-ġugatur li jkun qed juża ID ta’ bank jew simili, id-detentur ta’ liċenzja xorta jista’ jeħtieġ verifika bl-użu ta’ ID ta’ bank jew simili. B’mod alternattiv, id-detentur ta’ liċenzja jista’ jagħżel li jippermetti li l-ġugatur joħloq isem ta’ utent bil-kodiċi tal-awtorizzazzjoni assoċjat, jew joħroġ kard ta’ ġugatur jew simili.

§ 2 Għandu jkun possibbli li logħba tiġi attivata biss billi tiġi magħfusa buttuna tal-attivazzjoni fiżika jew virtwali jew simili.
Kapitolu 9 Perċentwal ta’ ħlas
§ 1 Jekk tintlagħab logħba ta’ rebħ progressiva, il-perċentwal minimu ta’ ħlas għandu jintwera lill-ġugatur.
§ 2 Is-sistema tal-logħob tal-azzard għandu jkollha funzjoni għall-monitoraġġ tal-perċentwal ta’ ħlas fuq kull logħba individwali.
Id-data ġġenerata fl-ewwel paragrafu għandha tinħażen u għandha tkun disponibbli għal eżaminazzjoni.

Kapitolu 10 Rekwiżiti ta’ funzjonalità għall-ġeneratur ta’ numri każwali

§ 1 Ir-riżultati mill-ġeneratur ta’ numri każwali użat għandhom ikunu każwali, statistikament indipendenti, ikollhom id-devjazzjoni standard korretta, u għandhom jiġu ddistribwiti skont il-probabbiltà b’mod korrett.
Ir-riżultat m’għandux ikun prevedibbli mingħajr l-għarfien tal-algoritmu, l-implimentazzjoni u l-valuri tal-bidu użati.

Parir ġenerali:

Hemm diversi testijiet statistiċi li jistgħu jintużaw biex jiżguraw ir-riżultati ta’ ġeneratur ta’ numri każwali. Il-Kitt tal-Ittestjar DIEHARD (Marsaglia) u l-Kitt tal-Ittestjar NIST (Istitut Nazzjonali tal-Istandards u t-Teknoloġija - Ġabra ta’ Testijiet Statistiċi) huma żewġ testijiet li jistgħu jintużaw. 

§ 2 Għandu jkun hemm referenza ddokumentata għall-algoritmu stabbilit u aċċettat u kwalunkwe kodiċi ta’ programm u proċedura ta’ konverżjoni.
Jekk il-ġeneratur ta’ numri każwali jkun inkorporat fis-softwer, dan il-kodiċi ta’ programm, flimkien ma’ kummenti u dokumentazzjoni, għandu jkun jista’ jiġi rrappurtat.

Parir ġenerali:
L-algoritmu li fuqu l-ġeneratur ta’ numri każwali jkun ibbażat għandu jiġi ppubblikat fi kwalunkwe pubblikazzjoni rikonoxxuta f’livell internazzjonali.

It-testijiet tal-eżiti li jistgħu jkunu rilevanti għan-numri każwali ġġenerati huma, pereżempju, it-test X2 (it-test chi-tnejn), it-test ta’ awtokorrelazzjoni u t-test tat-tip run.

Id-detentur ta’ liċenzja jista’ jippermetti l-ispezzjoni tal-pjan ta’ qligħ iddefinit billi jippermetti li l-kumpanija tal-ittestjar akkreditata teżamina l-programmi, il-pjanċi tal-istampar, ir-reġistri, il-listi ta’ verifika jew dokumentazzjoni oħra għat-tabelli tal-ħlas.

§ 3 Il-ġeneratur ta’ numri każwali għandu jkun kapaċi jimmaniġġja t-tagħbija massima ddeterminata.
§ 4 Il-kalkoli mill-ġeneratur ta’ numri każwali għandu jkollhom devjazzjoni standard korretta u l-probabbiltà għandha tiġi distribwita b’mod korrett.
L-eżitu ta’ numri, simboli jew avvenimenti tal-ġeneratur ta’ numri każwali għandu jikkorrispondi għar-regoli tal-logħob tal-azzard stabbiliti għal-logħba inkwistjoni.

§ 5 L-avvenimenti rreġistrati fis-sistemi tal-logħob tal-azzard għandhom ikunu konsistenti mal-eżiti tal-ġeneratur ta’ numri każwali.
§ 6 Jekk ir-regoli tal-logħob tal-azzard ikunu jeħtieġu sekwenza ta’ eżiti minn ġeneratur ta’ numri każwali li għandhom jiġu ddeterminati minn qabel, jiġi permess biss li jinħolqu sekwenzi ġodda jekk jiġi ddikjarat fir-regoli tal-logħob tal-azzard. 
§ 7 Għajr jekk jiġi ddikjarat mod ieħor fir-regoli tal-logħob tal-azzard, l-eżitu ta’ ġeneratur ta’ numri każwali dejjem irid ikun indipendenti mill-avvenimenti fil-logħba kurrenti jew fil-logħba preċedenti.
Parir ġenerali:
Bidu ta’ modalità ta’ bonus huwa avveniment potenzjali li jista’ jiġi ddikjarat fir-regoli tal-logħob tal-azzard.
Kapitolu 11 Istruzzjonijiet dwar logħob tal-azzard u tabella tal-ħlas

Istruzzjonijiet dwar il-logħob tal-azzard

§ 1 L-istruzzjonijiet dwar il-logħob tal-azzard għandhom ikunu kompluti, ċari u mhux qarrieqa. 
Parir ġenerali:

L-istruzzjonijiet dwar il-logħob tal-azzard jistgħu jiġu tradotti f’lingwi oħrajn u wara għandu jkollhom l-istess kontenut bħal dawk oriġinali. 

§ 2 L-istruzzjonijiet dwar il-logħob tal-azzard u r-regoli dwar il-logħob tal-azzard għandhom ikunu disponibbli mingħajr ma ssir l-ebda mħatra bil-flus.
§ 3 Magna bit-tokens għandu jkollha funzjoni li żżomm l-istruzzjonijiet għal-logħob tal-azzard faċilment disponibbli. 
Parir ġenerali:

Jekk logħba tibdel karattru b’mod temporanju waqt il-logħob, l-istruzzjonijiet dwar il-logħba għandhom jiġu aġġustati b’mod awtomatiku għall-bidla.

Tabella tal-ħlas

§ 4 Id-detentur ta’ liċenzja għandu jkollu proċeduri ddokumentati biex jiżgura li l-konfigurazzjoni tat-tabelli tal-ħlas tkun korretta.
Id-detentur ta’ liċenzja għandu jkollu proċeduri ddokumentati biex jiżgura li l-kalkoli tat-tabelli tal-ħlas ikunu korretti.

Parir ġenerali:

Il-proċeduri jistgħu jkunu awtomatiċi kif ukoll manwali.

Pool ta’ premjijiet

§ 5 Għandu jkun hemm regoli dwar kif ġugatur jista’ jirbaħ pool ta’ premjijiet.
§ 6 Għandu jkun ċar mir-regoli tal-logħba kif pool ta’ premjijiet għandu jiġi ddistribwit jekk jintrebaħ minn aktar minn ġugatur wieħed. 
§ 7 Għandu jkun ċar mir-regoli tal-logħba kif detentur ta’ liċenzja jista’ jinterrompi jew itemm pool ta’ premjijiet.
Kapitolu 12 Ċertifikati ta’ valur

§ 1 Jekk jintuża ċertifikat ta’ valur, għandha mill-inqas tiġi indikata l-informazzjoni li ġejja.
1. l-identità unika tal-magna bit-tokens,

2. l-isem tal-post tal-logħob tal-azzard,

3. id-data u l-ħin tal-ħruġ taċ-ċertifikat ta’ valur,

4. il-valur fi kronor,

5. in-numru tas-serje taċ-ċertifikat ta’ valur, numerikament indikat u f’barcode jew kodiċi ieħor li jista’ jinqara, u

6. id-data tal-iskadenza.

Jekk il-magna bit-tokens tkun tinsab f’post li mhuwiex każinò, l-isem u d-data tat-twelid tal-persuna li tkun irreġistrat għal-logħba jridu jiġu ddikjarati wkoll fiċ-ċertifikat ta’ valur.

Kapitolu 13 Informazzjoni li sistemi tal-logħob tal-azzard għandhom ikunu kapaċi jiġġeneraw
Informazzjoni u rapporti

§ 1Magna bit-tokens trid tirreġistra u tkun kapaċi turi l-informazzjoni li ġejja għall-għaxar logħbiet li jkunu ntlagħbu l-aħħar 
1. bilanċ totali fil-bidu ta’ kull logħba,

2. l-ammont totali ta’ flus tal-imħatra,

3. l-ammont ta’ linji magħżulin u l-imħatra bil-flus għal kull linja,

4. ir-rebħ totali,

5. il-bilanċ totali fl-aħħar ta’ kull logħba, u

6. l-eżitu f’modalità ta’ bonus.

L-informazzjoni rreġistrata minn magna bit-tokens skont l-ewwel paragrafu għandha tintbagħat lis-sistema tal-logħob tal-azzard.

§ 2 L-informazzjoni skont l-§ 1 għandha tkun tista’ tintwera bil-mod li fih il-ġugatur ikun raha oriġinarjament.
§ 3 Sistema tal-logħob tal-azzard għandha tkun tista’ tirreġistra u tiġġenera rapporti dwar l-informazzjoni li ġejja għal magna bit-tokens.
1. il-valur totali għad-depożiti,

2. il-valur totali għad-depożiti fil-punt 1 iddistribwiti skont it-tip ta’ depożitu,

3. il-valur totali għall-imħatri bil-flus,

4. in-numru totali ta’ ħlasijiet,

5. in-numru totali ta’ ħlasijiet fil-punt 4 ddistribwiti skont it-tip ta’ ħlas,

6. il-valur totali għall-ħlasijiet,

7. il-valur totali għall-ħlasijiet fil-punt 6 ddistribwiti skont it-tip ta’ ħlas,

8. il-valur totali għar-rebħ kollu mil-logħob li jkun spiċċa, u

9. in-numru totali ta’ logħob li ntlagħab.

B’mod partikolari fir-rigward ta’ magna bit-tokens li ma tinsabx f’każinò

§ 4 Għal magna bit-tokens li ma tinsabx f’każinò, is-sistema tal-logħob tal-azzard trid, minbarra l-§ 3, tkun tista’ tirreġistra u tiġġenera rapporti dwar l-informazzjoni li ġejja 
1. id-data u l-ħin tal-logħob tal-azzard rispettiv,

2. l-ID tal-ġugatur,

3. il-ġugaturi li jkunu eskludew ruħhom mil-logħob tal-azzard għal ċertu tul ta’ ħin jew b’mod indefinit skont il-Kapitolu 14, l-§ 11 tal-Att dwar il-Logħob tal-Azzard (2018:1138),

4. il-ġugaturi li jkunu llimitaw it-telf tagħhom skont il-Kapitolu 14, l-§ 7 tal-Att dwar il-Logħob tal-Azzard, u 

5. il-ġugaturi li ma jkunux għadhom irreġistrati skont il-Kapitolu 14, l-§ 12 tal-Att dwar il-Logħob tal-Azzard.

B’mod partikolari fir-rigward ta’ magna bit-tokens li tinsab f’każinò

§ 5 Għal magna bit-tokens li tinsab f’każinò, is-sistema tal-logħob tal-azzard għandha, minbarra l-§ 3, tkun kapaċi tirreġistra u tiġġenera rapporti dwar l-informazzjoni li ġejja 
1. perċentwal medju ta’ ħlas tar-rebħ għal magna bit-tokens kollha kull xahar u akkumulat għall-ħin li fih il-magna bit-tokens tkun operattiva,

2. il-perċentwal ta’ ħlas tar-rebħ għal kull magna bit-tokens kull xahar għall-ħin li l-magna bit-tokens tkun operattiva,

3. in-numru ta’ jiem li fihom il-magna bit-tokens rispettiva tkun operattiva,

4. in-numru ta’ logħob li ntlagħab kull xahar u akkumulat għall-ħin li fih il-magna bit-tokens tkun operattiva,

5. isem il-logħba,

6. logħob ġdid għax-xahar kurrenti,

7. magni tal-logħob tal-azzard imwarrba: 

a. il-perċentwal akkumulat tal-ħlas medju, u

b. in-numru ta’ logħbiet li ntlagħbu b’kollox waqt il-ħin li l-magna tal-logħob tal-azzard tkun operattiva

8. l-ammont totali ta’ ħlas iddistribwit tul il-ħlas tal-magna bit-tokens jew mill-persunal bl-idejn,
9. ir-rebħ totali mħallas li jiġi ddistribwit mal-ħlas tal-magna bit-tokens jew mill-persunal bl-idejn, u

10. is-sehem totali jew il-profitti progressivi ddistribwiti mal-ħlas tal-magna bit-tokens jew mill-persunal bl-idejn.
Dawn ir-Regolamenti u l-pariri ġenerali għandhom jidħlu fis-seħħ fl-1 ta’ Jannar 2020.

F’isem l-Awtorità Żvediża tal-Logħob tal-Azzard

CAMILLA ROSENBERG

Johan Röhr

� Ara d-Direttiva (UE) 2015/1535 tal-Parlament Ewropew u tal-Kunsill tad-9 ta’ Settembru 2015 li tistabbilixxi proċedura għall-għoti ta’ informazzjoni fil-qasam tar-regolamenti tekniċi u tar-regoli dwar is-servizzi tas-Soċjetà tal-Informatika.


� Dikjarazzjoni ta’ Applikabbiltà. 






