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Notificarea unui proiect de text din partea unui stat membru

Notification – Notification – Notifzierung – Нотификация – Oznámení – Notifikation – Γνωστοποίηση – Notificación –
Teavitamine – Ilmoitus – Obavijest – Bejelentés – Notifica – Pranešimas – Paziņojums – Notifika – Kennisgeving –
Zawiadomienie – Notificação – Notificare – Oznámenie – Obvestilo – Anmälan – Fógra a thabhairt

Does not open the delays - N'ouvre pas de délai - Kein Fristbeginn - Не се предвижда период на прекъсване -
Nezahajuje prodlení - Fristerne indledes ikke - Καμμία έναρξη προθεσμίας - No abre el plazo - Viivituste perioodi ei avata -
Määräaika ei ala tästä - Ne otvara razdoblje kašnjenja - Nem nyitja meg a késéseket - Non fa decorrere la mora -
Atidėjimai nepradedami - Atlikšanas laikposms nesākas - Ma jiftaħx il-perijodi ta’ dewmien - Geen termijnbegin - Nie
otwiera opóźnień - Não inicia o prazo - Nu deschide perioadele de stagnare - Nezačína oneskorenia - Ne uvaja zamud -
Inleder ingen frist - Ní osclaíonn sé na moilleanna

MSG: 20250503.RO

1. MSG 001 IND 2025 0104 ES RO 21-02-2025 ES NOTIF

2. Spain

3A. Subdirección General de Asuntos Industriales, Energéticos, de Transportes y Comunicaciones y de Medioambiente
DG de Mercado Interior y Otras Políticas Comunitarias
Ministerios de Asuntos Exteriores, UE y Cooperación
d83-189@maec.es

3B. Ministerio del Interior

4. 2025/0104/ES - SERV - Serviciile societății informaționale

5. Proiect preliminar de lege privind coordonarea și guvernanța securității cibernetice

6. Serviciile digitale considerate esențiale pentru securitatea și funcționarea societății

7.
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8. Prezentul act legislativ urmărește să stabilească măsuri pentru atingerea unui nivel comun ridicat de securitate
cibernetică în Spania și să contribuie la securitatea cibernetică a Uniunii Europene prin transpunerea în legislația spaniolă
a Directivei (UE) 2022/2555 a Parlamentului European și a Consiliului din 14 decembrie 2022 privind măsuri pentru un
nivel comun ridicat de securitate cibernetică în Uniune, de modificare a Regulamentului (UE) nr. 910/2014 și a Directivei
(UE) 2018/1972 și de abrogare a Directivei (UE) 2016/1148.

Legea va afecta entitățile publice și private din sectoare esențiale și importante, cum ar fi energia, transporturile,
sectorul bancar, sănătatea, apa, infrastructura digitală și serviciile tehnologice.

Principalele măsuri incluse în proiect sunt:
— înființarea Centrului Național de Securitate Cibernetică, care va coordona acțiunile în materie de securitate cibernetică
și va asigura cooperarea transsectorială și transfrontalieră;
— definirea unor criterii uniforme pentru determinarea entităților care sunt incluse în domeniul de aplicare, clasificate
drept entități esențiale și entități importante;
— stabilirea unui catalog de măsuri necesare pentru gestionarea riscurilor în materie de securitate cibernetică;
— consolidarea procedurii de notificare a incidentelor care perturbă sau sunt susceptibile să perturbe furnizarea de
servicii de către entitățile esențiale și importante;
— crearea funcției de ofițer pentru securitatea Informațiilor;
— consolidarea normelor privind schimbul de informații în materie de securitate cibernetică;
— instituirea unui cadru instituțional și de coordonare între autoritățile competente.

9. Obiectivul principal al proiectului preliminar de lege privind coordonarea și guvernanța în materie de securitate
cibernetică este de a consolida protecția rețelelor și a sistemelor informatice din Spania, care sunt esențiale pentru
dezvoltarea activităților sociale și economice. Creșterea numărului, a amplorii și a gradului de sofisticare a incidentelor
cibernetice reprezintă o amenințare gravă la adresa funcționării acestor infrastructuri, care poate perturba activitățile
economice, poate submina încrederea utilizatorilor și poate provoca daune majore economiei și securității naționale.

Pentru a aborda aceste provocări, legea propune înființarea Centrului Național de Securitate Cibernetică, care va
coordona acțiunile în materie de securitate cibernetică și va asigura cooperarea transsectorială și transfrontalieră. În
plus, măsurile prevăzute în Directiva (UE) 2022/2555 (NIS-2), menite să contribuie la un nivel comun ridicat de securitate
cibernetică în întreaga Uniune, vor fi încorporate în sistemul juridic spaniol.

Legea va afecta entitățile publice și private din sectoare esențiale și importante, cum ar fi energia, transporturile,
sectorul bancar, sănătatea, apa, infrastructura digitală și serviciile tehnologice, obligându-le să pună în aplicare măsuri
de securitate de ultimă generație și să notifice orice incident semnificativ de securitate cibernetică.

10. Trimiteri la textele de bază:

11. Nu

12.

13. Nu

14. Nu

15. Da

16.
Aspect TBT: Nu

Aspect SPS: Nu
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